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Chapter | MonitorCable Installation Prerequisites

The data management of MonitorCable software is based on SQL_SERVER database. Therefore, to achieve the monitoring and recording

the data of the entire system, SQL_SERVER database should be installed in advance.

Microsoft NET Framework 4.5 and database (SQL Server 2000 or SQL Server 2005 or SQL server 2008 or SQL server 2008R2 or SQL Server
2012 or SQL Server 2016 or SQL server 2017) must be set up before installing MonitorCable software. The current mainstream databases

are SQL Server 2008 and SQL server 2008R2.
SQL_SERVER Installation Environment

Operating System Requirements: according to the following table 1.0.

Computer Configuration Requirements: 4-core CPU, 4G RAM or more, 500G disk space.

WIN10 V v
WINS V v
WIN?7 V v
WINXP V )
WIN2003 V v
WIN2000 v v
WIN98 \ \

WIN95 \ \

Table.1.0 Operating System

Note:  : Supporting this system;

\: No such system.

Once Microsoft.NET Framework 4.5 and SQL_SERVER are installed, you can start to install MonitorCable Management Software, and

please note to select the language during installation.
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1.1 Login SSMS

The network management software needs to connect the database remotely to implement the operation, so it is necessary to make the
pre-connected database and open the remote function before running MonitorCable software. The specific steps as following:

Step One: Open SQL Server Management Studio and login as windows, then right click “SQL Server”, choose "Properties” (see Fig.1.1).

g Fle Edit View Tools Window Community Help

|
M D New Query | Uy | 1 0B B | |5 W 3 [ B

[ comec- BB a TE S

| B erver 2l
= 3 Databases Connect...
3 System Da Disconnect
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ReportSeny N Query
ReportSery
3 Security Activity Monitor
3 Server Objects  gtart
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| Restart
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‘ Start PowerShell
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Fig.1.1 Microsoft SSMS

Step Two: After clicking “Properties”, choose “Security” on the left, then choose “SQL Server and Windows Authentication mode” in

Server authentication to enable hybrid login mode(see Fig.1.2).

S5eript v [help

Server anthentication

() Windows Authentication mode

@ SHL Server and Windows Authentication mode
A Permissions

Login auditing
() Home

@ Failed logins only

(7) Successful logins only

Both failed and successful logins
@ €

Server proxy account

|| Enable server proxy account
jaislin s

P arevm | W)
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Server:

Options
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Connection:
s
Enable C2 audit tracing

4 Yiew connection properties

Cross database ownership chaining

Fig.1.2 Server Properties
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Step Three: Choose “Connections” on the left, check “Allow remote connections to this server”, then click “OK” button (see Fig.1.3).

cursor close on commit E
ansi wamings

ansi padding

ANSI NULLS

arthmetic abort

s"e""‘?" [#] Allow remote connections to this server

Connection:
sa 600 =)

84 View connestion | [ Reauir D ]

@ Corfigured values () Bunning values

Fig.1.3 Server Properties

Step Four: Unfold “Security”-> “Logins”-> “sa”, then right click “sa” and choose “Properties”(see Fig.1.4).

The user name “sa” is default, and cannot be modified.

File . Ao :r . Halp
A Mew ey | L3 | EHED S L B W o

= — — e—
| k] SRIEMN P 5 |

Fig.1.4 Microsoft SSMS

www.fs.com
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Step Five: Choose “General” on the left, then choose “SQL Server authentication” on the right and set password, click “OK” button

(see Fig.1.5).

5 Login Properties - sa

Select apage
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Server Roles

= |

R User Mapping Pogs gane = o
% Status
@ n
Paszword:
Confirn password: 20080000 0000000
[ Specify old password
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[[1Map to Credential 1d
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Connection
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Connection:
za
47 View connection properties
Progress
Ready =
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Fig.1.5 Login Properties

Step Six: Choose “Status” on the left, choose “Grant” and “Enabled” on the right and click “OK” button (see Fig.1.6).

[ Login Properties - sa
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Cancel

Fig.1.6 Login Properties
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Step Seven: Back to SQL Server Management Studio login interface, right click SQL Server, choose “Facets” (see Fig.1.7).

View Tools Window Community Help I
(D NewQueny | [ | B BB G (O |5 W 2 [B) |
Connect- | M 8 w T [ 5
B 10 1
£ D Connect...
@ Se Disconnect
@ s¢ Register...
R Y e Query
=R
B st Activity Monitor
Start
Stop
Pause
Resume
Restart
Palicies 1
‘ Facets
Start PowerShell
Reports 3
Refresh
Properties
Ready |

Fig.1.7 Microsoft SSMS

Step Eight: Choose “Server Configuration” from the drop-down box of “Facets” and set the properties of “Remote Access Enabled” as

“true”, then click “OK” button (see Fig.1.8).

Note:
So far SSMS has been set up. Exit first, then log in with “sa”. If it is successful, it means the “sa” account is enabled. Otherwise, please
check whether the network connection can be pinged. If the network connection is normal, please further confirm whether you

followed the above steps.

p 5 script - | [ Help
General

Eacen: [semver. =

Becaphon Exposes properties of the Server object.

Facet properties:

=R =
AuditLevel Failure -
BackupDirectory CA\Program Files\Microsoft SQL ServertMSSQLL
BrowserServiceAccount NT AUTHORITYALOCAL SERVICE
BrowserStartMode Manual 3
BuildClrVersionString v2.0.50727
BuildNumber 1600
Collation SQL_Latinl_General_CP1_CLAS
CollationID 872468438
ComparisonStyle 196609
ComputerNamePhysicalNtBIOS FSCOM-PC
DefaultFile
DefaultLog
Edition Enterprise Edition (64-bit)
EngineEdition EnterpriseOrDeveloper
ErrorLogPath Ci\Program Files\Microsoft SQL Server\MSSQLL

FilestreamLevel Disabled
@3 (local) [sa) FilestreamShareMame MSSQLSERVER
| InstaliDataDirectery CA\Prearam Files\Microseft SOL SenverihMssOLL ™ |
View connection properties AuditLevel
i - Gets or sets the audit level for the instance of Microsoft SQL Server.
Ready

Fig.1.8 View Facets

www.fs.com
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1.2 Deploy SSMS

Step Nine: Open SQL Server Configuration Manager to start configuring SSCM , choose “SQL Server Services” on the left, please make

sure the status of “SQL Server” and “SQL Server Browser” is running on the right (see Fig.1.9).

Note:
It is usually necessary to reboot SQL Server after shutdown and restart, but SQL Server is still running after closing the SQL Server

Configuration Manager program box.

& 5q! Ser
File Action View Help

@ SQL Server Configuration Manager (Local) Name State Start Mode Log On As Process ID Service Ty}
[ SQL Server Services #2501 Server Browser Stopped Other (Boot, Syste..  NT AUTHORITVLO... 0
) % zgt ;ea:j; Eﬁ: ;';E°é‘:'f:g’i?:;‘:ji:; B9 5QL Server (MS5.. Running Automatic NT AUTHORITV\NE... 3632 SQL Server
; _E SQL Server Network Configuration & 5QL Server Agent... Stopped Manual NT AUTHORITWY\ME... 0 5QL Agent
5 g 5QL Native Client 10.0 Configuration ﬁSQLFuH-tatFllte... Running Manual MNT AUTHORITY\LO... 380
= @ SQL Server Analy... Running Automatic NT AUTHORITY\ME... 3384 Analysis 5¢
ﬁSQL Server Integr... Running Automatic NT AUTHORITY\ME... 2712
[3)5QL Server Repor... Running Automatic NT AUTHORITYME... 2264 Report Sen

Fig.1.9 SQL Server Configuration Manager

Step Ten: Choose “Protocols for MSSQLSERVER” under the node of SQL Server Network Configuration on the left. The default status of
TCP/IP is Disabled (see Fig.1.10). Please set status of TCP/IP as “Enable” by right click or opening TCP/IP Properties interface by double

click (see Fig1.11), then modify “active” to "yes”, click “OK” button.

Note:
TCP/IP protocol is generally enabled, and can be tested by ping.

File Action View Help

a2 EH qE

‘g SQL Server Configuration Manager (Local) Protocol Mame Status
o SQL Server Services ] . || % Shared Memory  Enabled
H S0L Server Network Configuration (32bit = Named Pipes Disabled
> .. SQL Mative Client 10.0 Configuration (32t TCP/P : Disabled
isable
4 _E_ SQL Server Metwork Configuration Tm' Disabled
isable

Bl= Protocols for MSSQLSERVER
> .. SQL Mative Client 10.0 Configuration

Fig.1.10 SQL Server Configuration Manager
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File Action View Help

e« |x|EB=H

‘ﬁ SQL Server Configuration Manager (Local) Protocol Name it
g th :En-'er ;emcei Confi ion (32bit %~ Shared Memory Enabled
_E_ QL Server Metwork Con iguration (: it TNamed Pipes i

b % SQL MNative Client 10,0 Configuration (32t

4 _E_ SQL Server Metwork Configuration = Enable
E Protocols for M5SQLSERVER LR Rt i
[> .. SQL Mative Client 10.0 Configuration eanie
Properties
Help

Fig.1.11 SQL Server Configuration Manager

Step Eleven: Right click “TCP / IP”, select “IP Address” under "Properties” or double click to open the settings panel and select the “IP
Address” tab, then set the port of TCP as “1433”, and click “OK” button (see Fig.1.12).

Step Twelve: Set TCP/IP of Client Protocols as “Enable” (see Fig.1.13).

File Action View Help
| Protocol | IP Addresses a7 B H

B 1 et 48 SQL Server Configuration Manager (Local) Name Order Enabled
Auctive Yes ] SQL Server Services ¥ Shared Memory 1 Enabilad
Enabled Mo = L. 5QL Server Network Configuration (2bit|| ey . e
1P Address fe80::a049:766 Ce02114c3:14 4 £ 50L Native Client 100 Configuration (24| "+ Bipes 3 Enabled
TCP Dynamic Ports - %;::;‘:”’m“’“ Fua Disabled

=

= Thbnit 1433 4 | QL Server Network Configuration
Rz B~ Protocols for MSSQLSERVER
Active Yes 4 2 5QL Native Client 10.0 Configuration
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TCP Port 1433

B 1pr3
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TCP Port
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T == L

Fig.1.12 TCP/IP Properties Fig.1.13 SQL Server Configuration Manager
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Step Thirteen: Turn off the firewall or add SQL Serve.exe(C:\Program Files\Microsoft SQL Server \ MSSQL10.SQLEXPRESS \ MSSQL \ Binn
\ sglservr.exe) to the program list that allows the firewall to run. If you choose the latter, the concrete steps are as follows:
(1) Click the “start” to open control panel (see Fig.1.14).

(2) Click “View network status and tasks” (see Fig.1.15).

SQL Server Configuration
Manager

fscom
‘. Google Chrome

Documents

’@_l MeniterOnline.exe
- 2 Pictures
Simple Simple management

tool.exe
Music

lj% SQL Server Management Studio

Games

@ Internet Explorer
6 Foxmail

Cal

Computer
Control Panel

Calculator
Devices and Printers

'_-'l Getting Started

1= Default Programs
m Lo Help and Support
@ Windows Media Center

»  AllPrograms

| Search programs and

Fig.1.14 SQL Server Configuration Manager

O'O-@ ¥ Control Banelil « [ 43| Isearch Control Panel 2|

Adjust your computer’s settings View by: Category

iy  System and Security
6 Review your computer's status
Back up your computer

Find and fix problems

User Accounts and Family Safety
@,‘ Add or remove user accounts
Ell‘ Set up parental controls for any user

. Appearance and Personalization
Network and Internet w Change the theme
@H View network status and tasks Change desktop background
e
Li

Choose homegroup and sharing options Adjust screen resolution

Hardware and Sound
View devices and printers
Add a device

Clock, Language, and Region
Change keyboards or other input methods

@\ Ease of Access
Programs [

Q Let Windows suggest settings
Uninstall a pregram Optimize visual display

Fig.1.15 control panel
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(3) Click “Windows Firewall” (see Fig.1.16).

L e e pm
T . c el Parral
uv‘-g— <« Metwork and Internet » Network and Sharing Center - ‘ +y | | Search Control Panel pel |
Control Panel Home - . . . - @
View your basic network information and set up connections
Change adapter settings | I Sesfull map
ge st i A o @
Ch d d sh
e XUANXUAN-PC Network Internet
(This computer)
View your active networks Ceonnect or disconnect
lm Network Access type: Internet
§ Work network Connections: I Local Area Connection
Change your networking settings
ﬁ. Set up a new connection or network
= Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access
point.
‘5. Connect to a network
Connect or reconnect to a wireless, wired, dial-up, or VPN network connection,
*& Choose homegroup and sharing options
Access files and printers located on other network computers, or change sharing settings.
e ais @ Troubleshoot problems
HomeGroup Diagnose and repair network problems, or get troubleshooting information.
Internet Options
Windows Firewall

Fig.1.16 Network and Sharing Center

(4) Click “Allow a program of feature through Windows Firewall” (see Fig.1.17).

@vlﬁ » Control Panel » Systern and Security » Windows Firewall - |v&’ ‘

Control Panel H : . :
o Help protect your computer with Windows Firewall

Allow a program or feature Windows Firewall can help prevent hackers or malicious software from gaining access to your computer
through Windows Firewall through the Internet or a network.
) Change notification settings How does a firewall help protect my computer?
B Turn Windows Firewall on or What are network locations?
off =
; @
® Restore defaults l Home or work (private) networks Connected (»)
% Advanced settings MNetworks st home or work where you know and trust the people and devices on the network
Troubleshoot my network
Windows Firewall state: On
Incoming connections: EBlock all connectiens to programs that are not on
the list of allowed programs
Active home or work (private) networks: B wetwork
Motification state: Naotify me when Windows Firewall blocks a new
program

| Public networks Not Connected (%)

See also
Action Center

MNetwork and Sharing Center

Fig.1.17 Windows Firewall
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(5) Click “Changes settings” button and “Allow another program” button (see Fig.1.18).

m.\ﬂ <« Windows Firewall » Allowed Programs ~ [ 43 ||[ Search Contrat Pane 2|

Allow programs to communicate through Windows Firewall

To add, change, or remove allowed programs and ports, click Change settings.

What are the risks of allowing a pregram te communicate? ¥ Change settings

Allowed programs and features:

| Name Home/Work (Private]  Public =
[ Distributed Transaction Coordinator
[IFile and Printer Sharing
[JHomeGroup
[i5CSI Service
[ Key Management Service
[ Media Center Extenders
[ Netlogon Service
Network Discovery
[JPerformance Logs and Alerts
Remote Assistance
[J Remote Desktop
[ Remote Event Log Management

Ooooooooooocoon

Remove

Allow another program...

EDDHD!DDDDDDD

! G

Fig.1.18 Allowed Programs

(6) Click “Browse” and open Program Files folder in C (see Fig.1.19).

ﬁ
@Cv|£ » Computer ¥ Local Disk (C:) » - | +y | | Search Local Disk (C:)
Organize New folder = w
< Favoiites Name Date modified Type
P Desktop . OSFMount 9/4/2015 5:36 AM File folder
4 Downloads . Perflogs T/1372009 8:20 PM File folder
=l Recent Places | | Program Files 9/4/2015 5:43 AM File folder
|\ Program Files (x86) 9/4/2015 5:43 AM File folder
4 Libraries 3 . Users 9/4/20157:35 PM File folder
,ﬁ Documents | Windows 9/4/2015 5:40 AM File folder
J’ Music
[E] Pictures
B videos
8 Computer
£, Local Disk (C)
m DVD Drive (D) VP = < L] | ¥
File narme: - ’Applicat':ons (*.exer™.com;™.icd) v]
[ Open Iv] I Cancel J

Fig.1.19 Local Dlisk C
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(7) Open “Microsoft SQL Server” folder (see Fig.1.20).

L]

|« Local Disk (C:) » Program Files » ~ | 42 || search Program Fites

Organize v Mew folder =~ Ol @
¢ Favorites % Mame - Date modified Type *

. Desktop j,' Commeon Files 9742015 5:06 AM File fol

|18 Downloads . DVD Maker 7/14/2009 12:47 AM  File fol
‘2l Recent Places | Internet Explorer 1/13/2009 10:37 PM File foll
_h Microsoft Analysis Services 9/4/2015 5:43 AM File fol

(4 Libraries 3 [ | Microsoft SQL Server 9/4/2015 543 AM  Filefol

Decuments | Microsoft Sync Frarnewerk 9/4/2015 5:42 AM File fal
JF Music . Microsoft Visual Studio 9.0 9/4/2015 5:42 AM File foll 1

[=| Pictures | Microsoft.NET 9/4/2015 5:41 AM File fol

i Videos | | MSBuild 7/13/2009 10:32 PM  File fol

. Reference Assemblies 7/13/2009 10:32 PM  File fol

18 Computer L VMware 9/4/2015 5:06 AM File fol
n Local Disk (C:) | Windows Defender 7/13/2009 10:37 PM  File fol =

& DvD Drive @) VE < | m | T
File name: - ’Applicaﬁons (*.exe*.com;*.icd) .V]

Cown [ |

Cancel ]

Fig.1.20 Program Files

(8) Open “MSSQL10.MSSQLSERVER” folder (see Fig.1.21).

| |, « Program .. » Microsoft SQL Server » - |‘,~| | Search Microsoft SQL Server P |
Organize v MNew folder =~ [ e
P Eavocies :* | Name . Date modified Type
= Desktop 4 80 9/4/2015 5:42 AM File folder|
,_i Downloads _L 90 9742015 5:41 AM File folder
QE Recent Places W 100 9/4,/2015 5:41 AM File folder
. MSASI0.MSSQLSERVER 9/4/2015 5:41 AM File folder
) Libraries || MSRS10.MSSQLSERVER 9/4/2015 5:43 AM File folder
Documents | | MSSQL10.MSSQLSERVER 97472015 5:42 AM File folder
J Music
[&] Pictures
i Videos
1% Computer
&, Local Disk (C)
& ovD Drive D VF = 4 | m I s
File name: - [A-Ppliﬁ_fiqlﬁ (*.exe™.com;™.icd) ']
[ Open [v] [ Concad |

Fig.1.21Microsoft SQL Server
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(9) Open “MSSQL" folder (see Fig.1.22).

‘-@ = Micro.., » MSSQLI0.MSSQLSERVER » - | 4,-| | Search MESQLIGMSSQLSERVER O |
Organize « New folder =~ 0 @
o Eavorites Mame Date modified Type

B Desktop | . MSSQL 9/4/2015 5:55 AM File folder
,_i. Downloads

%ﬂ Recent Places

= Libraries
Documents
JF Music
|=| Pictures
i Videos

Lo Computer
£ Local Disk (C:)
|Z) pvo Drive @ v - ¢ i | .

File name: - [ﬁppliﬁ_fﬂl‘ﬁ ("exe™ com;™ icd) ']

(TR -

Fig.1.22 MSSQL10.MSSQLSERVER

(10) Open “Binn” folder (see Fig.1.23).

()| . « MSSQLIO.MSSQLSERVER » MSSQL » ~ [ 42 || Search MssQL )
Organize v New folder =~ [ ﬂ
Y Favorites MName - Date modified Type

Bl Desktop | Backup 9/4/2015 5:55 AM File folder

,_i Downloads lj, Binn Q74,2015 5:55 AM File folder

Q_,ﬂ Recent Places Ju DATA 0/4,/2015 5:56 AM File folder

. FTData 9/4/2015 5:55 AM File folder
{74 Libraries | L Instal 0/4/2015 5:42 AM File folder

Documents L JOBS 9/4/2015 5:55 AM File folder

Jl Music 4 Log 8/4/2015 6:03 AM File folder

[ Pictures L repldata 9/4/2015 5:55 AM File folder,

EE videos L4 |/ Upgrade 9/4/2015 5:42 AM File folder|
18 Computer

&, Local Disk (C)

(@ pvD Drive (D) vp ¢ " | r

File name: - [Applica_ﬁqns (*.exe™.com;*.icd) VI
| Open [v] | Concel |

Fig.1.23 MSSQL
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(11) Double-click “sqlservr” (see Fig.1.24).

@Ov| | <« MSSQL » Binn » « [ 42 ][ Search Binn o]
Organize v New folder >~ [0 @&
St Eavorites ok I'\_Iame Date modified Type *

B Desktop . Ternplates 9/4/2015 5:43 AM File fol
& Downloads [*] DatabaseMail 7/10/2008 4:38 AM Applic—
“E| Recent Places [®=] DCEXEC 7/10/2008 4:38 AM  Applic
&7 fdhost 7/10/2008 439 AM  Applic
) Libraries = & fdlauncher 7/10/2008 4:39 AM  Applic
@ Documents [ SQLAGENT 7/10/2008 5:31 AM  Applic
J“ Music [ SQLIOSIM 7/9/2008 3:45 PM MS-D(| =
[&] Pictures [3 SQLIOSIM 7/10/2008 531 AM  Applic
B Videos [ sqlmaint 7/10/2008 5:31 AM Applic
||ﬂ sglserve 7/10/2008 5:31 AM  Applic
M Computer [ sqlstubss 7/10/2008 5:31 AM Applic
£, Local Disk (C) 571 xpadsi 7/10/2008 531 AM  Applic «
DVD Drive (D) VP~ ¢ | m | =
File name: sglservr - ’Applica’(ions (*.exe:*.com;*.icd) VI
[ Cpen |v} ’ Cancel ]
Fig.1.24 Binn
(12) Click “Add” button to add SQL Server Windows NT-64bit to “Allow Programs”(see Fig.1.25).
Add a Program @
Select the program you want to add, or dick Browse to find one that is not
listed, and then dick OK.
Programs:
| Import and Export Data (32-bit) -
* |, Import and Export Data {54-bit)
'f.é Internet Explorer
@ Internet Explorer {54-bit)

[.?f Reporting Services Configuration Manager

%SQL Server Business Inteligence Development Studio
[_-] SGL Server Error and Usage Reparting

iQSQL Server Installation Center (64-bit)

%SQL Server Management Studio

;_iﬁ SQL Server Profiler

CE SOL Server Windows NT - 84 Bit -

Path: C:\Program Files\Microsoft SQL Server"MSSQI Browse...

m

What are the risks of unblocking a program?

‘You can choose which network location types to add this program to.

Network location types... | [ add || concel

Fig.1.25 Add a Program

(13) The configuration is complete now. Please start SQL Server Management Studio and log in.

Note:
If you open SQL Server Management Studio before starting SQL Server and SQL Server Browser, you need to shut it down and then

restart it.
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Chapter II MonitorCable Installation Procedures

2.1 MonitorCable Installation

Double-click MonitorCable.exe or MonitorCable.msi of MonitorCable.exe folder to install MonitorCable. Please keep going to the next

step until the installation is successful (see Fig.2.1).

Note:

Based on the software version in the CD.

# MonitorCable.exe
5 MonitorCable.msi

Fig.2.1 MonitorCable

The Shortcut will be created after installing MonitorCable, as shown in Fig.2.2.

N |
i R

MonitorCa
ble.exe

Fig.2.2 MonitorCable

2.2 Connect Database

Step 1: Double click Fig.2.2, and click “OK" button, the interface of database connection will pop up.

Step 2: Input IP address (Computer IP of installation database), Login name (Default as “sa”) and Login password ( password set when
the database is installed) of database, and click “Test” button, if the database is existent and the connection is successful, then the box of
database connection success will pop up. Please transfer to step 3. Otherwise, the an interface of establishing a database will pop up,
please transfer to step 5.

Step 3: Click “OK” button, then click “Confirm” button. Then MAC address verification interface will pop up.

Step 4: Click “Confirm” button, if the device IP is online, then login interface will pop up. Input correct login account and password and
click “Login” button, then “Submit success” interface will pop up.

Step 5: Please click “OK" button, then the interface of database configuration will pop up.

Step 6: Input IP address (Computer IP of installation database), Login name (Default as “sa”) and Login password ( password set when
the database is installed) of database, and click “Create” button to create a database. After creating database, the interface of “Submit
success” will pop up.

Step 7: Click “OK” button, then the interface of database connection will pop up. The other steps are same with Step2.

Note:

Both the initial login account and password of optical cable monitoring software are admin.
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Chapter lll Device Configuration

Click “Device Configuration”of menu bar (see Fig.3.1), then the system configuration interface will pop up. There are several operations

in system configuration, such as: add city, add room, add unit, edit room and delete (see Fig.3.2).

85 Device configuration g

Add ity || Add room | Add unit Edit Delete
ER" Jcuiling ()
= |
=@ 01 (192. 168. 1. 200) (3)
B8 0sw10)
E o) @

i - E8 OTDR4 (4)
=i liuzhou

B

EI

Fig.3.1 Device Configuration

Explain: D City; @ Serviceroom; @) Unit device name; @ Business card

The serial number of the card is the slot where the card is located, for example: OTDR(4).

3.1 Add City

Click “Add City” button and the interface will pop up (see Fig.3.2). Input city code and city description, then click “Submit” button.

o Editcity

City code

City desecription

Explain:
City code is three digit and the range of numbers is
between 000 ~999

| Submit || Close |

Fig.3.2 Edit City
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3.2 Add Room

Click “Add Room” button and the interface will pop up (see Fig.3.3). Input room code and room description, then click “Submit” button.

# -~

o Edit room

Belong city China

Room code N

Room description

Explain:
Room code is two digit and the range of numbers is

between 00 ~99

| Submit || Close |

Fig.3.3 Edit Unit

3.3 Add Unit

Click “Add Unit” button, and an interface of “edit unit” will pop up (see Fig.3.4). Inputting unit basic information, then Click “Submit”

button. At the same time, the software will automatically refresh the number and type of cards in the “edit unit”.

P =

o' Edit unit

it info
IP address Unit code

Lnit description

Belong city China hd Belong room  |hubei -

Connecting unit

| swmt | | Clse |

Fig.3.4 Edit City
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3.4 Edit Room

You can edit information about city, room, unit and card in Fig.3.1(take edit room for example). When you click pre-edit room and “Edit”

button, then the “Edit room” interface will pop up (see Fig.3.5), finally, you can modify the basic information of the device in this interface.

P =

ot Edit room

Belong city China v]
Room code M N
Room description beijing =

Explain:
Room code is two digit and the range of numbers is

between 00 ~99

| Submit || Close |

Fig.3.5 Edit Room

3.5 Board Configuration

The network topology tree is on the left side of the main interface, and in the topology tree, you can see all the cities, machine rooms,

unit, the type and number of boards of each network element. Right-click the board icon and click “Edit board” to enter the board

configuration interface(see Fig 3.6).

=

a2 Edit board
Board information

Board type OTDR -| Belong city China % Belong room

Belong unit FMT-192.168.1.225 Board descripion  OTDR4 Hoard code

Belong slot 4

IP Address Range Laser wavelength Conrfigure IP

| sbmt || Cose H

Fig.3.6 Edit Board
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After the board code and IP address, range, and wavelength are inputting, then click “Submit” to complete the configuration of the

board. You can also click Configure IP to remotely set the IP address, subnet mask, and gateway of the OTDR(see Fig 3.7).

a Cﬂ-:‘tﬁém&]? .

|F Address |

Subnet mask

Gateway

Confirm l ’ Close

Fig.3.7 Configure IP

Chapter IV Configuration of Cables

Click “Configuration of cable resources” of menu bar, and the interface will pop up(see Fig.4.1). The function of adding cable, editing, and

deleting could be achieved.

o-! Configuration of cable resources EM

Add cable Edit | Delete

Fig.4.1 Configuration of Cable Resources
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4.1 Add Cable

Click “Add cable” button in Fig.4.1 and the “Cable edit” interface will pop up (see Fig.4.2). Input the information of cable, related OSW

and OTDR, automatic acquisition measured value and parameter set, then click “Confirm” button.

- —
ad Cable edit — — =
Cable edit
Starting psint
Belong OFD |DED3 v] Belongrouwtelt ]
Ending point
Cable description Line 1
Related 0SY and OTDR
Belong unit Belong OSK  |0SHL ~|  05¥ divection
Belong unit Beleng OTDR OTIR4 %
Automatic acquisition measured value Parameter set
b i [ uto acquizition |
Cable loss 4 [ Measwrednent paraneter set |

Fig.4.2 Cable Edit

A: Cable edit: Select city, room, unit, belong OPD and OPD route of starting point and city, room, unit, belong LSU and LSU route of
ending point. If there is no OPD at the starting point of the cable or there is no LSU at the end of the cable, there is no need to select the
information of OPD or LSU when configuring the cable information.

Cable Description: This item cannot be empty.

B: Related OSW and OTDR: if there is no OSW in the line, there is no need to configure OSW. But the OTDR must be configured with OSW.
C: Automatic acquisition measured value: The cable length and cable loss in the automatic acquisition measurement value are the two
parameter basis of the parameter setting, which can be obtained by the automatic acquisition button.

D: Parameter Set: Click the “measurement parameter set” button, and the interface of parameter setting will pop up(see fig 4.3).

Note:

Because the cables have both ends(A End to B End), you should configure a virtual network element.

r = il
ul Measuredment parameter set ﬂ
Physical properties of cable

Refractive index 14885 |2

Measuredment parameter set

Laser wavelength | 1625 - [

|| Messurs range 10 \Em

Measure pulse width[40 | e

Measure time 30 v |

End threshold 15.00 +H as
Alarm threshold set I

Reflection event loss threshel 5

Won't eflective loss threshold s

dB
Cable loss thresheld 181
Eroken cable threshold B436. 81 m

Fig.4.3 Measurement Parameter Set
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4.2 Edit Cable

In the tree structure (see Fig.4.1), select a Pre-edit cable and click “Edit” button, and an interface of “Cable edit” will pop up (see Fig.4.4),

you can edit the information of cable, related OSW and OTDR, automatic acquisition measured value and parameter set.

j

B e ——————
Cable edit

Belong city Belong room |01 Belong unit |01

Starting point
EBelong OFD |OFDS Belong route|l

II

4

Belong city |linzhon Belong room |02 - Eelong unit (g2
Ending point

EBelong LSU Belong route

Cable desecription Line 1

Related 05 and OTIR

Belong unit Belong 0SH 0sH1 | 0S¥ direction
Belonz unit Eelong OTDR OTDR4 -

hutomatic acquisition measured walue Parameter set

Cable length 6436, 81 n [ e ]

Cable lo=s 2.79 dB [ Measuredment parameter set ]

[ Confirm ] [ Close

Fig.4.4 Cable Edit

4.3 Delete Cable

In the tree structure (see Fig.4.5), select one of the pre-delete cables and click “Delete” to delete the cable.

o-! Configuration of cable resources )

Add cable Edit | Delete

Fig.4.5 Configuration of Cable Resources
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Chapter V Monitoring of Equipment

5.1 Network Topology Tree

The network topology tree is located on the left side of the main interface (see Fig.5.1). You can see all the cities, machine rooms, unit,

the type and number of cards of each network element. Double-click the card icon to enter the chassis monitoring interface.

Metwork topology tree

=6 [E5E

= ’E hubei
£ FMT-192.168.1.225

@ 0SW1(1)
..... Bl OFD3[3)
-8 OTDR4(4)

-

EIH wuni
B xuniip

Fig.5.1 Network Topology Tree

5.2 Device Topology

Device topology is in view display area of main interface (see Fig 5.2), and you can see all states of device. means normal, means offline,
means emergency alarm, means serious alarm, means general alarm). Double click unit icon of equipment topology to open an interface

of chassis monitoring interface(see OPD monitoring interface in Fig.5.3).

Netwark tzpelogy wee Devics topalogy || 2 ]
@ ova
%@ s ¥ oee [ 0og B @ @ i00%

§ Pz e
= oswin egend
0RO
= OTORKY B

B e

@ P e 2

.....
-
Cable oplegy e ._
FUT1521601 225 FTIE 162125
4 o
& hes

@ Aurisisnios

A Mot Cabe

Fig.5.2 Cable Monitoring
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1192168.1.225FMT-192168.1.225

Ethemet  out

@ pwn

@ status

Moniter Infe. | Topology Basic informiation |
Charnel Power Threshold Route Type ~ Wavelength Channel Power
1 6000 Uniine moritor | 1550 3
2 5000 Unline monitor | 1550~ 10
3 000 Unline morttor 1550 ‘ 1
4 000 Unline morttor 1550 - 12
5 —Not seler + 13
3 Mot sele: ~ 14
7 —Not selen 15
8 | Metsele ~ [ st I 16

Threshold

Route Type

Wavelength
| —Hot seler ~

Mot sek -
| Hot sele ~
ot sele ~
ot seke ~
—Not sele -~
—Not sele

—Not sele ~

e T T e T 0

4

a

Fig.5.3 Cable Monitoring

Chapter VI Cable Monitoring

6.1 Cable Topology

The cable topology tree is on the left side of the main interface (see Fig. 6.1).

In the topology tree, you can see the city where the cable is located and the cable that is monitored under each city.

& s Network Mana

% system & User % Device ion gk of cable resources (i Data security 2 Help.
W EE QE 0 T ¢ @0 @0 ()0 =m0 =0 —0
Network topology tree Device topolagy | Cable monitoring |
2@ giling P
@ o Fltove [2vaz B @ @ 100% -
=8 1
B 0swL (1) Legend
Y 0P )
HE OTDRY (4) .
-8 lindho S
el
L@ —
= =
-
o1 a2
General
Normal
Cable topology ™
- euiling o
@ 01 e
G@o
e Line L
S Line 2
Current device alarm | Current cable alarm

Current alarm management

admin |192.168.1.25 | 20184088 31H 09:34:36

Fig.6.1 Cable Monitoring
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MonitorCable Interface Instruction

PDMenu Bar

Q, : Search unit, by clicking the icon, you can search all the units in the LAN.

i'o : Add unit, by clicking the icon, you can add unit.

B :Delete unit, by clicking the icon, you can delete the selected unit.

E : Edit unit, by clicking the icon, you can edit some information of unit.

: Add line card, by clicking the icon, you can add a line card for the unit.

= : Delete line card, by clicking the icon, you can delete a line card of the unit.
:=; ' Editline card, by clicking the icon, you can edit some information of the unit.
E* : Exit system, by clicking the icon, you can close the current system.

@Shortcut bar

6 : Lock system, by clicking the icon, you can lock the current user.

‘ 1 : Close/open alarm sound, by clicking the icon, you can close or open network management
software alarm sound.

.. 0 : The number of emergency alarm.
fi_‘l 0 : The number of serious alarm.
0 : The number of general alarm.
mm [} : The number of cable emergency alarm.
w== [} : The number of cable serious alarm.

[ :The number of cable general alarm.
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6.2 Cable Measurement

Click the city, room, machine or cable in cable topology can realize single cable measurement, single polling measurement and periodic
polling measurement. Then take single cable measurement for example.

Choose a cable then right click start button to realize single cable measurement(see Fig.6.2). If OTDR associated with the cable has not
configured IP address, the interface will pop up as shown in figure 6.3. You should edit the IP address of the OTDR in “Edit board”
interface, if the cable has configured successfully, the “monitor cable single cable measurement” interface will pop up(see Fig.6.3).

When the test is completing, this interface will pop up(see Fig.6.4).

==

; l Are you sure to single cable measurement?

O | | Cancel

Fig.6.2 Single Cable Measurement

P

HEE Manitor CableSingle cable measurement

Single cable measurement is in progress, please wait!

Fig.6.3 Monitor CableSingle Cable Measurement

IHE Manitor CableSingle cable measurement

Single cable measurement has completed!

[ Measurement result ]

Fig.6.4 Monitor CableSingle Cable Measurement
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Click “measurement result” button, you can view the results of the measurement(see Fig.6.5).

In figure 6.5, you can click on an event in the event list to locate the location directly on the graph and quickly query the event location.

——
istory of cable measuring [

— Recently measurementdata —— Previous measurementdata — Initial measurement data
= 509
=
394
28

7]

0.00 5.000.00 10.000.00 15.000.00 20.000.00 25.000.00 30.000.00
m

Event list

| Event type  Location/m | Insertion less | Retwrn loss | Average loss | Cumulative loss | Record time |

End event 5435, 8104873953 | —— 48, 75045 04328339 | 2. 78607 | eo1a/a/31

Query criteria
Carte nane W (TR THE—

[Couey | [ Dalete | [ Close |

Fig.6.5 History of Cable Measuring
6.3 Automatic Alarm Test

Cable edit
Take the configuration of two optical cables as an example.
The configuration of Line 1: the channel of the optical switch needs to correspond, the optical cable is 1, the corresponding optical

switch channelis 1;

(o Copleegit o o
Cable edit

Belong city |guiling vl Belong room (01 'I Belong unit
Starting point

Vi o T —)

Belong city |liuchou vl Belong room |02 v! Belong unit
Ending point

o o —

Cable deseription Line 1

Related 0S¥ and OTDR

Biten i e — T —)
Relong wnit Belong OTDR [orue = |

Automatic acquisition measured walue Parameter set

Cable length 6436 51 n [

Auto acquisition ]

Cable loss 2.79 dB l Measuredment parameter set ]

| Confirm ] [ Close

Fig.6.6 Cable Edit



MONITORCABLE USER MANUAL e FS

The configuration of Line 2: the channel of the optical switch needs to correspond, the optical cable is 2, the corresponding optical

switch channel is 2.

T  e————— )

Cable edit

Belong city |guiling - Belong room |01 vl Eelong unit

Starting point

Belong OFD [Baoncroele ]|
Belong city |liuzheu - Belong room |02 vl Belong unit
Ending point

Belong LSU Belong ronla[:

Cable deseription Line 2

Related 0S¥ and OTDR

Beeng e S )
Bl Beleng OTIR [oroRe =

Automatic acquisition measured value Parameter set

Cable length 0.00 m |

#uto acquisition ]

Cable loss 0.00 dE I Measuredment parameter set ]

[Cmfin J [ Close ]

— —_— —

Fig.6.7 Cable Edit

OPD card configuration

Configure the alarm threshold of the OPD board. When the power value of a channel in the OPD is lower than the set alarm threshold, an

alarm will be triggered. The optical switch will automatically switch to the alarm channel and start the OTDR test.

r \
| 192.168.1 20001 ==
. = 2

s

| ow g e o S1etl | ores Bz | M
F wrwn & Lo R 4 sma 3
. e “r = * ik *
R LI
— " ss2 — "
| &= v K
F G emw i shas - = i +
Fe————

Binitsr Infs | Topalegy infermation | Basic infarmatisn

Bealse Trpe  Waralungth Chassel Feear Thresbald Boste Trpe  Mavslangtd

nat |m.n. meniter 150 wt || 9§ P T

nat, | Undine meitwr 15 | 1 i | ~ Nt % - | el

s | elins memiter 130 | [ W

4 -1z T| Unding meniter 1550 E [ ] Nt

L] u'lll Mot s = [ mwt " o ¥

T ) mob v - [am ] 38 | e

. . | L s wt | et &
Fig.6.8

on @& Management of cable resources W Data security 9 Help

i Alarm measurement

Fig.6.9 Alarm Measurement
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6.4 Polling Test

The cable configuration is unchanged. Right click the “unit” in the cable topology, you can choose “Single polling” or “Periodic polling”
(see Fig.6.10). “Single polling” means starting the test from the first cable until the last cable test is completed; “Periodic polling” means

polling continuously at specified intervals until the user clicks to stop.

Cable topology

- muiling
= )|

______ Single polling

e Periodic polling
Stop

Fig.6.10 Cable Topology

The periodic polling interval is set in the time interval of the period measurement of the cable resource management (see Fig.6.11).

-

T 1%
a-! Periodic interval set M

Intteerval time 1 % Minmte

|C-:-nfirm | | Cancel |

Fig.6.11 Periodic Interval Set
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6.5 Test Record Query

The test record is in the optical cable measurement history of the optical cable resource management(see Fig 6.12).

i o . —— =
-85 History of cable measuring ' ——— D em——
—— Recently measurement dats = Previous measurement data = Initial measurement data
= 509
=
394
28
174
6+
fl =55 T T T T 1
0.00 2,000.00 400000 6,000.00 £.000.00 10.000.00
(| m
Event list
Event type | Locati | Insertion loss | Retwn loss | Average loss | Cunulative loss | Record
Hon reflective event 5015 93509912155 0. 3295645 i 0. 453260914 2500216 Z018
End ewvent 5079 22121555329 S 4947286 0. 2261299 2514654 2018
o M ] »
Query eriteria
Cable nane Data type  |R Set initial
i Home selected
Recently measurement da
Frevious measurement da 258

= “Initial measurement da

Fig.6.12 History of Cable Measuring

Here you can check the three test records of each cable, including the first measurement record and the two recent measurement
records. And the first measurement record will not be covered.
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