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Chapter | MonitorOnline Installation Prerequisites

The data management of MonitorOnline software is based on SQL_SERVER database. Therefore, SQL_SERVER database needs

to be installed in advance to achieve the monitoring and recording of the entire system data.

Microsoft NET Framework 4.5 and database (SQL Server 2000 or SQL Server 2005 or SQL server 2008 or SQL server 2008R2 or
SQL Server 2012 or SQL Server 2016 or SQL server 2017) must be set up before installing MonitorOnline software. The current
mainstream databases are SQL Server 2008 and SQL server 2008R2.

SQL_SERVER Installation Environment
Operating System Requirements: according to the following table 1.0.

Computer Configuration Requirements: 4-core CPU, 4G RAM or more, 500G disk space.

Operating System Name 64Bit 32Bit

WIN10 Vv v
WINS8 v Vv
WIN7 v v

WINXP V v

WIN2003 Vv Vv

WIN2000 v v

WIN98 \ \

WIN95 \ \
Table.1.0 Operating System

Note: v : Supporting this system;

\ : No such system.

Once Microsoft .NET Framework 4.5 and SQL_SERVER are installed, you can start to install MonitorOnline Management

Software, and please noted the selection of language during installation.
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1.1 Login SSMS

The network management software needs to connect the database remotely to implement the operation, so it is necessary to make
the pre-connected database and open the remote function before running MonitorOnline software. The specific steps as following:
Step One: Open SQL Server Management Studio and login as windows, then right click “SQL Server”, choose “Properties” (see
Fig.1.1).

File Edit View Tools Window Community Help
(8 New Query | O |5 8 & |0y |5 4 5 | B
Correct- |81 &) w T E F
]
E [ Databases Connect..
3 System Daf Disconnect
[3 Database § Register...
ReportSeny New Query
ReportSery
(3 Security Activity Manitor
3 Server Object: Start
3 Replication Stop
3 Management Pause
B SQL Server Ag Resume
Restart
Policies 3
Facets
Start PowerShell
Reports 3
Refresh
Properties
Ready

Fig.1.1 Microsoft SSMS

Step Two: After clicking “Properties”, choose “Security” on the left, then choose “SQL Server and Windows Authentication mode” in

Server authentication to enable hybrid login mode(see Fig.1.2).
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Fig.1.2 Server Properties
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Step Three: Choose “Connections” on the left, check “Allow remote connections to this server”, then click “OK” button (see Fig.1.3).

[ Server Properties - FSCOM-PC —
cla page Script - Help
2 General = B
124 Memony
% Processors Connections
2 Security
= Maxdimum number of concument connections (0 = unlimited):
2% Databass Settings 0 =
2 Advanced
127 Permissions Use query govemor to prevent long-running queries
o B
Default connection options:
| implicit transactions i
| cursor close on commit @
| ansi wamings
| ansi padding
| ANSI NULLS
] anithmetic: abort .
- Remote server connections
é;oeévaﬁr: Allow remote connections to this server
S Remote guery timeout n seconds. 0 = no timeout)
o 600 =
47 View connection properties Require distributed transactions for serverto-server communicatior
Rear
dy @ Configured values ) Bunning values
[ ok ][ cance |

Fig.1.3 Server Properties

Step Four: Unfold “Security”-> “Logins”-> “sa”, then right click “sa” and choose “Properties”(see Fig.1.4).

Note: The user name can only be “sa”, cannot be modified.

Fila Edit View Tooh Windeow Community Help
2 Mo Quemry | U | 2 0 (S L e | R

Comeci- S W = T @S
= i - (S0L Server 1001600 - wa)
E @ Dwisbases
il [a Systes Datsbases
M (3 Detsbase Snepehcts

B, #= _Policy Tag Exstutianic
B NT AUTHORITYNETWORK ¢
B NT ALUTHORITYASVSTEM

] NT SERVICE\MESCLSERVER
M NT SERVICE\SCLSERVERAGE
B P06 mininre

FTHGMAS FEET =

Fig.1.4 Microsoft SSMS

www.fs.com
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Step Five: Choose “General” on the left, then choose “SQL Server authentication” on the right and set password, click “OK”

button (see Fig.1.5).
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Fig.1.5 Login Properties

Step Six: Choose “Status” on the left, choose “Grant” and “Enabled” on the right and click “OK” button (see Fig.1.6).

d Login Properties - sa
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Fig.1.6 Login Properties



MONITORONLINE USER MANUAL e FS

Step Seven: Back to SQL Server Management Studio login interface, right click SQL Server, choose “Facets” (see Fig.1.7).

File Edit View Tools Window Community Help
PR Newuery |y BB R B Oy &5 W <[,
c°nnedv\§§§§ = TES
A0
3 D Connect...
Ca Sd Disconnect
3 5¢ Register...
BRY New Query
=R
B sq Activity Monitor
Start
Stop
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Resume
Restart
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Facets
Start PowerShell
Reports 3
Refresh
Properties
Ready

Fig.1.7 Microsoft SSMS

Step Eight: Choose “Server Configuration” from the drop-down box of “Facets” and set the properties of “Remote Access Enabled”

as “true”, then click “OK” button (see Fig.1.8).

Note: Now, SSMS has been set up. Exit first, then log in with “sa”. If it is successful, it means the “sa” account is enabled. Otherwise,
please check whether the network connection can be pinged. If the network connection is normal, please further confirm whether

you followed the above steps.

=lect a page 25 script - | [ Help
A General

Facet: [server -]

Pt Exposes properties of the Server object.

Facet properties:

zED =
AuditLevel Failure -
BackupDirectory C\Program Files\Microsoft SQL Server\MSSQLL
BrowserServiceAccount T AUTHORITY\LOCAL SERVICE
BrowserStarthode Manual E
BuildCIrVersionString v2.0.50727
BuildNumber 1600
Collation SQL_Latinl_General_CP1_CLAS
CollationID 872468488
ComparisenStyle 196609
ComputerNamePhysicalNetBIOS FSCOM-PC
DefaultFile
Defaultlog
Edition Enterprise Edition (64-bit)
EngineEdition EnterpriseOrDeveloper
ErrorLogPath C:\Program Files\Microsoft SQL ServeryMSSQLL

onnectic FilestreamLevel Disabled
=3 (local [sa] FilestreamShareMame MSSQLSERVER
L__InstallDataDirectons: CAP) Files\Microsoft SOl Server\MSSOLL ™ |
View connection properties AuditLevel
m— Gets or sets the audit level for the instance of Microsoft SQL Server.
Ready
[ Export Current State as Policy... |

o [ comes [ v

Fig.1.8 View Facets

www.fs.com



MONITORONLINE USER MANUAL

6&Fs

1.2 Deploy SSMS

Step Nine: Open SQL Server Configuration Manager to start configuring SSCM , choose “SQL Server Services” on the left, please

make sure the state of “SQL Server” and “SQL Server Browser” is running on the right (see Fig.1.9).

Note: It is usually necessary to reboot SQL Server after shutdown and restart, but SQL Server is still running after closing the SQL

Server Configuration Manager program box.

=4 oql Server Confi
File Action View Help
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‘g 5QL Server Configuration Manager (Local) Mame
E SQL Server Services
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5 % SQL Mative Client 10.0 Configuration (321
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ﬂ SQL Server Integr...
SQL Server Repor...

State

Stopped
Running
Stopped
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Running
Running
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Start Mode Log On As Process ID Service Ty}
Other (Boot, Syste... NT AUTHORITYWLO... 0

Automatic NT AUTHORITYYME... 3632 SQL Server
Manual NT AUTHORITY\ME... 0 5QL Agent
Manual NT AUTHORITY\LO... 380

Automatic NT AUTHORITY\ME... 3384 Analysis 5e
Automatic NT AUTHORITY\ME... 2712

Automatic NT AUTHORITY\ME... 2264 Report Ser

Fig.1.9 SQL Server Configuration Manager

Step Ten: Choose “Protocols for MSSQLSERVER” under the node of SQL Server Network Configuration on the left. The default

status of TCP/IP is Disabled (see Fig.1.10). Please set status of TCP/IP as “Enable” by right click or opening TCP/IP Properties

interface by double click (see Fig1.11), then modify “active” to "yes”, click “OK” button.

Note: TCP/IP protocol is generally enabled, and can be tested by ping.

a3 Sal Server Configuration Manao N

File Action View Help

&= | 7| Ea = H

E SQL Server Services
_E_ SQL Server Metwork Configuration (32bit]
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%~ Shared Memory
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Fig.1.10 SQL Server Configuration Manager



MONITORONLINE USER MANUAL

View Help

= H

File Action

@ 7|l

'@ SQL Server Configuration Manager (Local)

E SQL Server Services

E_ SQL Server Network Configuration (32bit]
b % SQL Native Client 10.0 Configuration (32t
4 _E_ SQL Server Network Configuration

Ef Protocols for MSSQLSERVER
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¥ Named Pipes Disabled

Enabled
Disabled

b § SQL Native Client 10.0 Configuration

Fig.1.11 SQL Server Configuration Manager

Enable
Disable

Properties

Help

Step Eleven: Right click “TCP / IP”, select “IP Address” under “Properties” or double click to open the settings panel and select the
“IP Address” tab, then set the port of TCP as “1433”, and click “OK” button. (see Fig.1.12).

Step Twelve : Set TCP/IP of Client Protocols as “Enable” . (see Fig.1.13)

IP Addresses

B 11
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N -

B p2
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-

TCP Port
TCP port

Fig.1.12 TCP/IP Properties
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Fig.1.13 SQL Server Configuration Manager
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Step Thirteen: Turn off the firewall or add SQL Serve.exe to the program list that allows the firewall to run. If you choose the latter, please
open the firewall settings to add SQLServr.exe (C:\Program Files\Microsoft SQL Server\MSSQL10.SQLEXPRESS\MSSQL\Binn\sqlservr.exe)
to the allowed list, the concrete steps are as follows:

(1) Click the “start” to open control panel

(2) Click “View network status and tasks” (see Fig.1.14)

El- | |
. =
Ouv|@ + Control Panel » - | &’| | |Search Control Panel o

Adjust your computer’s settings View by: Category =

User Accounts and Family Safety

) Add or remove user accounts

gl  System and Security
,3 Review your computer's status
- Back up your computer

Find and fix problems

@' Set up parental controls for any user

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resolution

Network and Internet
&I View netwerk status and tasks
“&2 . Choose homegroup and sharing options

/ Hardware and Sound

%‘ View devices and printers
Add a device

=%  Programs
k .; ) Uninstall a program

Clock, Language, and Region
Change keyboards or other input methods

e §F &

Ease of Access
Let Windows suggest settings
Optimize visual display

Fig.1.14 Control Panel

(3) Click “Windows Firewall” in Fig.1.15, the interface will pop up ” (see Fig.1.16)

Lt s g es )
= e | ==
o
@Uv X « Networkandlnternet » Metwork and Sharing Center + [ #4 | [ Search Cantrol Panel ol
Control Panel Home - . . . . @
View your basic network information and set up connections
| See full ma
Change adapter settings E}E I;h 0 P
Ch o d shari
o e XUANXUAN-PC Network Intemet
(This computer)
View your active networks Connect or disconnect
Lb Network Access type: Internet
:L Work network Connections: [ Local Area Connection
Change your netwerking settings
{‘i. Set up a new cennection or network
- Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access
point.
'-§_ Connect to a network
Connect or reconnect to a wireless, wired, dial-up, or VPN network connection,
'a Choose homegroup and sharing options
Access files and printers located on other network computers, or change sharing settings.
Secalso \g] Troubleshoot problems
HomeGroup Diagnose and repair network problems, or get troubleshooting information.
Internet Options
Windows Firewall

Fig.1.15 Network and Sharing Center
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(4) Click “Allow a program of feature through Windows Firewall” (see Fig.1.16).

®
®
.
pe

@@v‘ﬂ b Control Panel » System and Security » Windows Firewall - |‘1| | Search Control Panel pel |

Control Panel Home

Allow a program or feature
through Windows Firewall

Change notification settings

Turn Windows Firewall on or
off

Restore defaults
Advanced settings

Troubleshoot my network

See also
Action Center
Metwork and Sharing Center

Help protect your computer with Windows Firewall

Windows Firewall can help prevent hackers or malicious software from gaining access to your computer
through the Internet or a network.

How does a firewall help protect my computer?

What are network locations?
l '-@ Home or work (private) networks Connected (&)

Networks at home or work where you know and trust the people and devices on the network

‘Windows Firewall state: On

Incoming connections: Bleck all connections to programs that are not on
the list of allowed programs

Active home or work (private) networks: |_:n Network

Notification state: Notify me when Windows Firewall blocks a new
program

l & Public networks Not Connected (v)

Fig.1.16 Windows Firewall

(5) Click “Changes settings” button and “Allow another program” button (see Fig.1.17). Then add "SQLServr.exe" to the list of

allowed list according to the path "C:\Program Files\Microsoft SQL Server\MSSQL10.SQLEXPRESS\MSSQL\Binn\sglservr.exe"

=N e =)

-
1 0“ Windows Firewall » Allowed Programs
-l 2

- | &,| | Search Control Panel pel |

Allow programs to communicate through Windows Firewall

To add, change, or remove allowed programs and ports, click Change settings.

What are the risks of allowing a program to communicate? Change settings
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Mame
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[IFile and Printer Sharing

[ HomeGroup
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[ Key Management Service

[0 Media Center Extenders

[ Netlogon Service
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O Performance Logs and Alerts
Remote Assistance

[ Remote Desktop

[ Remote Event Log Management

Home/Work (Private]  Public *

OOoOoOoOoOoooooon

IEIEIEEIHEIEIEIEIEIEIEI

Allow another program...

Fig.1.17 Allowed Programs



MONITORONLINE USER MANUAL

(6) Click “Browse” and open Program Files folder in C (see Fig.1.18).

ﬁ

-Fﬂ » Computer » Local Disk (C) » ~ [ 3 | search Local Disk (€ Pl
Organize « New folder f== » [ @
Y Favorites Name Date modified Type

B Desktop L. O5FMount 9/4/2015 5:36 AM File folder
8 Downloads . PerfLogs 7/13/2009 8:20 PM  File folder
"5l Recent Places | . Program Files 9/4/2015 5:43 AM File folder
.. Program Files (x86) 9/4/2015 5:43 AM File folder
E Libraries 3 M Users 9/4/2015 7:35 PM File folder
@ Docurments L Windows 97472015 5:40 AM File folder
Ji Music
[ Pictures
! Videos
1% Computer
&, Local Disk (C)
& DvD Drive (D) VP = < | m | r
File name: - [Applicalions (*.exe ™. com;".icd) v]
I Open Ivl [ Cancel l

Fig.1.18 Local Dlisk C

(7) Open “Microsoft SQL Server” folder (see Fig.1.19).

w| | « LocalDisk (C:) » Program Files » ~ | 44 || Search Program Fites |
Crganize = Mew folder = - [ @
¢ Favorites Mame B Date medified Type =
[ ) Desktop |. Common Files 9/4,/2015 5:06 AM File fol
& Downloads 1. DVD Maker 7/14/2009 12:47 AM  File fol
‘&l Recent Places | Internet Explorer 7/13/200910:37 PM  File fol
1. Microsoft Analysis Services 9/4,/2015 5:43 AM File fol 7
- Libraries 3 | 1. Microsoft SQL Server 97472015 5:43 AM File fol
@ Documents 1. Microsoft Sync Framework 9/4/2015 5:42 AM File fol
JF Music 10 Microsoft Visual Studic 9.0 9/4/2015 5:42 AM File fol__
[&=] Pictures 1. Microsoft. MET 9/4/2015 5:41 AM File fol
‘ Videos L4 1. M5Build 7/13/2009 10:32 PM  File fol
|. Reference Assemblies 7/13/2009 10:32 PM  File fol
1M Computer L VMware 9/4/2015 5:06 AM File fol
ﬁ Local Disk (C:) 1. Windows Defender 7/13/2009 10:37 PM  File fol -
(&) DVD Drive (D) vt =« | i I r
File name: - [Applicaiions (*.exer*. com;*.icd) vl
I Open Ivl l Cancel ]

Fig.1.20 Program Files
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(8) Open “MSSQL10.MSSQLSERVER” folder (see Fig.1.20). Then open “MSSQL” folder

ﬁ

vl . % Program ... » Microsoft SQL Server » - | 4 | | Search Microsoft SQL Server 0 |
Organize « Mew folder =~ [0 @
¢ Favorites Name Date modified Type

B Desktop L BO 97472015 5:42 AM File folder
& Downloads 90 97472015 5:41 AM File folder
CE_Q"_ Recent Places 4 100 97472015 5:41 AM File folder
1. MSAS10.MSSQLSERVER 9/4/2015 5:41 AM File folder
4 Libraries 3 1. MSRS10.MSSQLSERVER 9/4/2015 5:43 AM File folder
[ Documents . MSSQL10.MSSQLSERVER 9/4,/2015 5:42 AM File folder
Ji Music
[ Pictures
B videos
18 Computer
&, Local Disk (C)
(& DVD Drive D VP = 4 | m | *
File name: - lAppIications (*.exe;*.com;™.icd) v]
I Cpen Iv] l Cancel ]
Fig.1.20Microsoft SQL Server

(9) Open “Binn” folder (see Fig.1.21).

M

w| | « MSSQLI0.MSSQLSERVER » MSSQL » v | 44 || Search mssaL p|
Organize « Mew folder =~ 0O @
S Favorites “*  Name - Date modified Type
Bl Desktop . Backup 9/4/2015 5:55 AM File folder
& Downloads . Binn 97472015 5:55 AM File folder
"5l Recent Places .. DATA 9/4/2015 5:56 AM File folder
.. FTData 97472015 5:55 AM File folder
= Libraries 3 1 Install 97472015 5:42 AM File folder
@ Documents L. JOBS 9/4/2015 5:55 AM File folder
o Music 1 Log 9/4/2015 6:03 AM File folder
[E Pictures 1 repldata 9/4/2015 5:55 AM File folder
B videos B . Upgrade 97472015 5:42 AM File folder
il Computer
&, Local Disk ()
(&) DVD Drive (D VP = ¢ | i .I r

File name:

- [Applications (*.exe*.com;*.icd) v]

| Open |v| |

Cancel ]

Fig.1.21 MSSQL

6 Fs
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(10) Double-click “sglservr” (see Fig.1.22).

ﬂ Browse E
@Ov| 1L <« MSSQL » Binn » - [ 43 |[ search ginn r
Organize = New folder =~ [ @
S Favorites N'ame Date medified Type
PR Desktop . Temnplates 9/4/2015 5:43 AM File fol

4 Downloads Iﬂ DatabaseMMail 7/10/2008 4:38 AM Applic—
“Zl Recent Places [ DCEXEC 7/10/2008 4:38 AM  Applic
[ fdhost 7/10/2008 4:39 AM  Applic
5 Libraries = [E fdlauncher 7/10/2008 4:39 AM  Applic
@ Documents [ SQLAGENT 7/10/2008 5:31 AM  Applic
Jﬁ Music (%] SQLIOSIM 7/9/2008 3:45 PM M5-D(| =
[&5] Pictures (24 SQLIOSIM 7/10/2008 5:31 AM  Applic
B Videos | [E71] sglmaint 7/10/2008 3:31 AM - Applic
||ﬂ sglservr 7/10/2008 5:31 AM  Applic
18 Computer = sqlstubss 7/10/2008 5:31 AM  Applic
&, Local Disk (C:) [ xpadsi 7/10/2008 5:31 AM  Applic -
DVD Drive (D) WP = < | m | -
File name: sqlservr - ’Applications (*.exe™.com;*.icd) v]
[ Open |v] [ Cancel ]

Fig.1.22 Binn

(11) Click “Add” button to add SQL Server Windows NT-64bit to “Allow Programs”(see Fig.1.23).

Add a Program E

Select the program you want to add, or dick Browse to find one that is not
listed, and then dick OK.

Programs:

| Import and Export Data (32-bit) -
| Import and Export Data (64-bit)

glnhemet Explorer

@Inhemet Explorer (54-bit)

@%‘Reporﬁng Services Configuration Manager

SQL Server Business Inteligence Development Studio
|_E1 SQL Server Error and Usage Reporting

ﬁSQL Server Installation Center (54-bit)

%SQL Server Management Studio

,ﬁ SQL Server Profiler

T sQL server Windows NT - 64 Bit i

Path: C:\Program Files\Microsoft SQL Server\MSSQL Browse...

m

What are the risks of unblocking a program?

‘fou can choose which network location types to add this program to.

Metwork location types... ] ’ Add ][ Cancel

Fig.1.23 Add a Program

(13) The configuration is complete now. Please start SQL Server Management Studio and log in.
Note:
If you open SQL Server Management Studio before starting SQL Server and SQL Server Browser, you need to shut it down and then

restart it.
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Chapter IT MonitorOnline Installation Procedures

2.1 MonitorOnline Installation

Double-click MonitorOnline.exe or MonitorOnline.msi of MonitorOnline.exe folder to install MonitorOnline. Please keep going

to the next step until the installation is successful (see Fig.2.1)

Note: Based on the software version in the CD.

Name Date modified Type Size
¥, MonitorOnline.exe 17.6.2017 8:33 Application 612 KB
ﬁ! MonitorOnline.msi 17.6.2017 8:33 Windows Installer Package 12 065 KE

Fig.2.1 Software Installer

The Shortcut will be created after installing Monitor Online, as shown in Fig.2.2.

Fig.2.2 Monitor Online

2.2 Connect Database

Step 1: Double click Fig.2.2, the interface will pop up(see Fig.2.3). After filling in the user name and password (the default login
name and password are both admin), click “Login” to log in the system. If you have connected to the database, the system
interface will pop up directly. If you do not connect to the database, you will be prompted to connect to the database. and click

“Database Connection” button, the interface of database connection will pop up(see Fig.2.4).

Login E] Database connection

FS.COM

NMU IP address

FMT optical transport network ‘ £
management system

Localhost address

Login name sa
Username admin v

Password

Password *****

: Database name | MonitorOnline
Database connection

Fig.2.3 Login Fig.2.4 Database Connection

Step 2: Input MNU IP address (IP address of NMU card ), Localhost address (Computer IP of installing database), Login name (
Default as “sa” ) and Login password ( password set when installing the database) of database, and click “confirm” button In
Fig.2.4. If the database is existent and the connection is successful, then user can log in to the system. If the database does not

exist and the connection is unsuccessful, the interface of establishing a database will pop up (see Fig.2.6).
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Database configuration
Localhost address
Tips Login name sa
. Password
i Database does not exist ,
please establish a database .

Database name  MonitorOnline

Confirm l I Cancel Monitor count 100

Fig.2.5 Tips Fig.2.6 Database Configuration

Step 3: Please click “Confirm” button in Fig.2.5, then the interface of database configuration will pop up as shown in Fig.2.6.

Step 4: Input Localhost address (Computer IP of installing database) and Login password ( password set when installing the
database) of database, and click “Create” button In Fig.2.6 to create database, after creating database, the interface of “Submit
success” will pop up, and click “OK” button, then the database connection interface will pop up as shown in Fig.2.4. The other

steps are same with Step 2, complete the database connection and user login operation, you can log in the system.

Note:

1. Both the initial login account and initial password of network management software are admin.

2. After the user finishing the configuration database on the local machine. If the configuration information of the device (such as
Localhost address, NMU address, and database) does not change, user can skip the database connection and configure the
operation to log in directly; if the device configuration information changes, the user needs to re-database connection and
configuration.

3. If an error occurs during the database connection operation, the following interface will pop up (see Fig.2.7):

~7

Tips PX4

0 The reasons for failure are as follows:
1. The NMU IP address is incorrect.
2. The localhost address is incorrect.
3. The SA database password is incorrect.
4, SQL Sever is not enabled.

Fig.2.7 Tips
Solutions for error interface:
1. The NMU's IP address is incorrect. Please check whether the NMU IP can be pinged.
2. The Localhost address is incorrect. Please check the IP address of the PC network card.
3. The SA database password is incorrect. Please pay attention to keyboard capitalization

4. SQL Sever is not enabled. Please configure the SQL service properly.
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2.3 MonitorOnline Interface Instruction

MonitorOnline interface is shown in Fig.2.8.

6 F5.COM FMT Opical Transport Network Management System. (=]
@ a ] Q @ sutstics - Q0ana securey e (D

HER BAd o s
(@ Nemerktopology iree [ Device topology | (5)

14 000

& 00
T
| =B 0EOS(5)

V/Move [ Drag [ Save for the pictures (% (% 100% - ®

BB Miniaturized
AWGL1(11)
| = pomi202)
B9 Miniaturized
= oLp1a(14)
|02
90
L @os

{
]

Online unit
Online OLP
Online EDFA
Oniine QEQ
Online DCM

P Y 15 19 19 P Y S

admin 192.163561 2019-06-14112049 (7)

Fig.2.8 Fiberstore FMT Optical Transport Network Management System

®Menu Bar Main congfiguration functions

. Add unit, by clicking the icon, you can add unit.

. Delete unit, by clicking the icon, you can delete the selected unit.

. Edit unit, by clicking the icon, you can edit some information of unit.
. Add line card, by clicking the icon, you can add a line card for the unit.
®@sShortcut bar : Delete line card, by clicking the icon, you can delete a line card of the unit.

. Edit line card, by clicking the icon, you can edit some information of the unit.

. Exit system, by clicking the icon, you can close the current system.

(= 2 L L

"2

. Lock system, by clicking the icon, you can lock the current user.

EG)) : Close/open alarm sound, by clicking the icon, you can close or open network management
software alarm sound.
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|:| : The number of emergency alarm.

®@Shortcut bar : The number of serious alarm.
|:| : The number of general alarm.

Note: To add unit or delete unit, please select the service room where the unit is located.

@®Net Topology Tree  See5.2.

@Device Statistics The numbers of units and business cards are presented in real time.

. . Current alarm management interface, historical alarm management interface, history records,
®View Display Area g g i

operation records interface and graphic topology are all presented in view display area.

[ Muwe : After selecting the this box, you can drag a selected unit icon.
[ Drag : After selecting the this box, you can drag all unit icons of the topology.
® Topology : Save topology, by clicking this icon, you can save topology.

Cg : Enlarge icon, by clicking the icon, you can enlarge all the icons of topology.

CE : Shrink icon, by clicking the icon, you can shrink all the icons of topology.

(1) Presenting login account of current system.
@ Status Bar (2) Presenting local IP address.

(3) Presenting local time.
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Chapter 1l System Configuration

Click “System Configuration”of menu bar (see Fig.3.1), then the system configuration interface will pop up. There are several
operations in system configuration, such as: add city, add room, add unit, edit and delete (see Fig.3.2).

16 F5.COM FMT Optical Transpart Network Management System =] [E][=)
& Y [t £ tlarm @ Statists () Data securty  (JHelp
WL HER Bed Lo
Network topology tres. | Device topoloay |
o 00
o@o | Move | |Drag L] Save for the pictures (T 100%
o@ oL
9 OEOS(S) Legend
B DTMG(E)
= 0PI | ]
B9 Ministwrized mergency
P TAWSLIAY ndd cty | | add room | | add unit Edit
0 Medoriond =) ) | [ n
= owP1202) = @ 000 i
B DCMAE) EP ||
& 01(10.32.11098) General
9 05050
W DCMEE) .
- o7 Nermal
P Ministurized EDFALO(10)
- TAWG1IAY Dorpped
B Ministurized EDFA13(13)
= ouaz
= DCMEE)
Davice statistics
Deice | Count
Online uait o
Alarm urit o
Unline urit 1
‘admin 192168561 2013-07-11 17:07:47

Fig.3.1 Fiberstore FMT Optical Transport Network Management System

System configuration

Add city ] [Add moml | Add unit ] | Edit ] [ Delete ]

=@ 000
=@

@
@

01(192.168.3.237) (I

--H8 OEOS(5) @

- BB DCM6(6)

- E8 oLPT(7)

- B8 Miniaturized EDFAB(S)

- B8 Miniaturized EDFA10(10)
- H@ TAWG11(11)

L E8 DCM12(12)

.. H8 Miniaturized EDFA13(13)
L. H OLP14(14)

02(192.168.3.230)
03(192.168.3.231)
04(192.168.3.232)

Fig.3.2 System configuration

Explain: @ represent city; @ represent serviceroom; @ represent unit device name; @ represent business card
The name of the business card is in the slot where the card is located, for example: OEO(3)
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3.1 Add City

Click “Add City” button in Fig.3.3 and “Edit City” interface will pop up (see Fig.3.4). Inputting city code and city description, then
Click “Submit” button.

=~ 000
o 01
=28 01(10.32.110.98)

Miniaturized EDFA10({10)
TAWG11(11)
Miniaturized EDFA13(13)

Fig.3.3 System configuration

Fig.3.4 Edit city

Note: The city code and city description should fulfil requirements, and cannot be duplicated with other cities.

3.2 Add Room

Click "Add Room” button in Fig.3.3, then “Edit Room”interface will pop up (see Fig.3.5). You can add room by inputting room code
and room description.

www.fs.com 19
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3.3 Add Unit

Click “Add Unit” button in Fig.3.3. It can only be added manually and distinguish it by between IP addresses. IP addresses can only
be modified by button; Then the interface of add unit will pop up (see Fig.3.6). Inputting unit basic information, then Click “Submit”

button. At the same time, the software will automatically refresh the number and type of cards in the added unit.

Fig.3.5 Edit room Fig.3.6 Edit unit
3.4 Edit

Right click the card in network topology tree, and the “Edit board” interface will pop up. (Before edit the board information, you
need to fillin the Board Code first.)

The Fig.3.7 is the interface of editing OEO board, and here you can modify basic information, wavelength and rate of the optical

module.

]
| | |
|| || ]
| | |
|| || ]
| | |
| | |
|| || ]
| | |

Fig.3.7 Edit board
www.fs.com

20
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The Fig.3.8 is the interface of OLP edit board, and here you can edit basic information, topology information. The main and
backup cable description of OLP can be modified.

TXEDFA: Add EDFA on the TX side of OLP

T1EDFA: EDFA Add EDFA on the T1 side of OLP

T2EDFA: EDFA Add EDFA on the T2 side of OLP

RXEDFA: EDFA Add EDFA on the RX side of OLP

R1EDFA: EDFA Add EDFA on the R1 side of OLP

R2EDFA: Add EDFA on the R2 side of OLP

IH“
|

=
(]

)
)
)
i}

Fig.3.8 Edit board

The Fig.3.9 is the interface of EDFA edit board, and here you can edit basic information, topology information.

The up even board and down even board of the EDFA can be selected according to the actual situation of the link.

Fig.3.9 Editboard

www.fs.com 21
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3.5 Delete

You can delete city, room, unit and board card in Fig.3.10 ( take unit for example). Click pre deleted unit and click “Deleted” button,

the confirm interface will pop up (see Fig.3.11).

X

=-4& 000
E@ 01

-8 01(10.32.110.98)

-- B8 OEO5(5)
H3 DCMB(6)

- E@ OLP7(T
--E@ Miniaturized EDFA10(10)
-l TAWG11(11)
B8 Miniaturized EDFA13(13)
--El OLP12(12)
- E8 DCMB(8)

Fig.3.10 Editroom

Then you can delete unit by clicking “Confirm” button (see Fig.3.11).

Fig.3.11 Tips

www.fs.com
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Chapter IV Software Security

4.1 User Management

Click "User Management” of menu bar in Fig.4.1, then an interface of user management will pop up (see Fig.4.2). There are several

operations in user configuration, such as: add user, edit user, delete user and query user as shown in Fig.4.2.

& F5.COM FMT Oplical Transport Network Management System EIEEE
L user i = & Statisics ) Data securty () Help
HELE HRR BA0 (|
Network topology tree | Device topology ‘
o 000
@0 [ IMove [ Drag ki Save for the pictures | (% (X 100%
@0

= 0E05(5)
9 DCMs(E)
= ol
B Minisrized
- TAwGLI)
9 Ministurized
= OLPL202)
9 DCMB(E)

— 30 Recordsperpsge  Totsl 1

admin 192.168.56.1 2019-07-11 17:06:45

Fig.4.1 Fiberstore FMT Optical Transport Network Management System

User management

User query

Account User type |None selected ']

Add || Delete || Edit |
User type Account User name Phaone Password
P 1 Browse 11 11 123
2 Operator 00 00 123
3 Administrator admin admin admin
Total 1 Page 30 Records per page Total 3 Records 1

Fig.4.2 User Management
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4.1.1 Add User

Click “Add” button in Fig.4.2, the interface of user adding will pop up (see Fig.4.3). Selecting user type and inputting login account,

user name and phone number, then click “Confirm” button.

4.1.2 Edit User

Click “Edit” button in Fig.4.2, the interface of user editing will pop up (see Fig.4.4). Then you can edit user type, login account, user

name and phone number .

User editing @ User editing @
User type | None selected v] User type | Administrator v]
Account * Account admin *
Password * Password  admin "
User name * User name  admin ®
Phone # Phone +86 188 8888 8888 *

Fig.4.3 User editing Fig.4.4 User editing

Note: User types include administrators, operators, browsers, and they have different permissions.
Administrators have all permissions; Operators just can not operate user management; Browsers only has permission to view, no

delete permission; Customers need to choose user type according to their needs.

4.1.3 Delete User

Click “Delete” button in Fig.4.2, the interface of user deleting will pop up (see Fig. 4.7), then click “Confirm” button to delete user.

Tips [X]

i Are you sure you want to delete
the selected information?

Confirm l’ Cancel

Fig.4.5 Delete tips

Note: The user of login account is admin that cannot be deleted and modified.

4.1.4 Query User

You can query user in Fig4.2 and the query condition includes:
(1) User information: Input login account and click “Query” button, then the login account with the input login account
information will be displayed.

(2) User type: Click “User type” to select administrator, operator and browser to view user information.
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4.2 System Management

System management menu items include modify password, switch user, lockking system, setting interval time of record, exit (see

Fig.4.6).

e FS.COM FMT Optical Transport Netwark Management System

5b Systern management | £, User management  §f] System configuration [ Alarm management @ Statistics () Data security () Help

Modify password

BaO

Locking system

ice topalogy |
Setting record interval
Mailbox configuration Move [ | Drag E Save for the pictures Q Cz 100% =
Exit

B3 OEO5(5)
... HB DCM6(6)
-E8 OLP7(7)

Fig.4.6 System Management

4.2.1 Modify Password

Click “Modify password” in Fig.4.6, then an interface of change password will pop up (see Fig.4.7). Inputting original password and

new password, then click “Confirm”button to complete the modification.

4.2.2 Switch User

Click “Switch user” in Fig.4.6, then an interface of switch user will pop up (see Fig.4.8). Inputting user name and password, then click

“Login” button. MonitorOnline login user name is the user name of the switch user.

4.2.3 Locking System

Click “Lockking system” in Fig.4.6, then an interface of locking system will pop up (see Fig.4.8). Inputting user name and password,

you can unlock it and log in again.

Modify password Login pX4
FS.COM
ot B FMT optical transport network 4
User name admin
Ohd password *

User name: |None selected V|

New password

Password: || |
Confirm new passward *
Fig.4.7 Change password Fig.4.8 Login

4.2 4 Setting Record Interval

Click “Setting record interval” in Fig.4.6, then an interface of setting record interval will pop up. You can set interval of EDFA, OLP,OEO.

The specific operational records of OEO and EDFA will be covered in Chapter 7.

4.2.5 Exit System

Click “Exit” in Fig.4.6, then you can exit current system.
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ChapterV System Monitoring

5.1 Network Management Card

Panel Keys Description

A Scroll Up Key
v Scroll Down Key
4 Scroll Right Key
R | Scroll Left Key
(OK) oK
(Esc) Esc

5. 2 Network Topology Tree

Equipment status indicator: P1 (Power1) .
P2(Power2). RUN

HD dual color LCD display screen
Operation keys
Console port: Reserved for factory future use

RJ45 Ethernet port: Used for equipment upgradation to
repair system bug and management

Optical transceiver working status indicator

e o 6 06006 o

Optical transceiver slot: Support 1.25G downward
compatibility for network management

Fig5.1

The key is used to change the menu or data up.

The key is used to change the menu or data down.

The key is used to move the cursor right when in modification state.

The key is used to move the cursor left when in modification state.

Confirm key, the key is used to enter into the submenu or confirm the

modification. Enter this key to modify

Quit key, the key is used to exit the current menu level or to exit the

modification state.

Table 4-1 Panel keys description

In each newly created database, the initial login management must establish the network topology tree to monitor the device. The

database does not delete the network topology tree and will keep recording it. Network topology tree is located on the left of main

interface (see Fig.5.2). You can see all cities, engine rooms, units and the type and number of cards of each network element..

Double click the card icon to enter the chassis monitoring interface (see Fig.5.4).
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5.3 Equipment Topology

Device topology is in view display area of main interface (see Fig.5.3), and you can see all states of device.
means normal, ‘ means offline, . means emergency alarm, %8 means serious alarm, ‘=,. means general alarm). Double
click unit icon of equipment topology to open an interface of chassis monitoring interface(see OEO monitoring interface in Fig.5.4).

Network topology tree
=& 000 Omice topelogy
=~ 00 [#Move | |Brag L) Sawe forthe plebwres | T X 1005
- 01
B3 OEO5(5)
B3 DCM6(6)
-E8 OLP7(7)
-E8 Miniaturized
B Miniaturized
B TAWGL1(11)
ES DCM12(12)
-H8 Miniaturized
-EB OLP14(14)
8o
@03
20

Fig.5.2 Network topology tree Fig.5.3 Equipment topology

OEO card:

Double-click OEO card, then pop up an interface of card monitoring (see Fig.5.4). You can see monitor information, topology
information and basic information of OEO in Fig.5.4.

The monitoring information includes:

(1) Basic information of each transceiver on OEO card (Wavelength, transmission distance, Tx & Rx power, temperature and rate).

(2) The illumination control mode and working mode of the OEO.

1921681111 b7l

sL

0P o KM B R G oo oo m .
— e |® o A EEEE ¢ o

5 B
:
i

s o N o Slat? w . =
ol s e, o I sz, N
ande: -

o e ou ® @ e
-t T RTRT ciesama ™ T BT RT &

Slots

| Monitor information | Topology informatian Basic information

Working parameters M

- 1IN I Il BN BN BN B BN
ke | ] 0 L L L T e |
wapme | L N NN [
ol I I -
Il BN BN BN BN BN B ..

3

8

|
-

BEEREEN

Sy [ e s e re—— s s

Lend) et ] (et ) e et e e et

Fig.5.4 OEO card information

Notel: When set up the light control mode of OEO via Monitor Online, there will be a certain delay, this is caused by a large amount
of data of OEO.
Note2: For 8G transceivers, please save the FC setting according to the following steps: first, click "set" to choose "FC", then, click

"send". For the other transceivers, just set the normal mode.
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EDFA card:

You can see monitor information, topology information and basic information of EDFA in Fig 5.5.
Description of EDFA's main parameters:

Input power & Output power: Real-time monitoring can be realized;

Gain adjustment: Adjustment range between * 3db;

Output adjustment: AGC mode is default;

Lower limit value of input and upper limit value of output: Adjust according to the demand.

Pump: Pump2 of the mid-stage EDFA also has monitoring parameters.

192.168.3.117192.168.3.117
»
=
B == e e [ P
e (@)
‘Busmessmlormauon ‘Topo\ogy\'nfomuﬁon‘ Basic information ‘
Suppyvotage v ok modsl
towinputponer s Lowouputpover dom
wpsvamingtresbold [ Jdem oupwwemrgtvesiod [ dom
.
et s m et (I ||
e wm G I -
O < s (I <
RRp— S—_—  _F
Soper unp gt T e—

Fig.5.5 EDFA card information

OLP card:

You can see monitor information, topology information and basic information of OLP in Fig 5.6.

Description of OLP's main parameters:

Power value: the left data is the real-time monitoring parameter, and the right data is the alarm threshold;

Switching Threshold: When the current power of the fiber is lower than the threshold, the switch switches immediately.
Change back delay: Switch back to the original line after a delay;

Change delay: Switch to the alternate line after a delay;

Working parameters: Mainly divided into manual and automatic modes, generally using automatic mode.

This 0000001OLPT OLPL:1A | Remote =

Main

Second

Main

Second

oL

Change p: - Power val Change p:
e ] ]
R1 Switching Threshold RU[ ][ |[ser J|| switching Threshold[ | set |
"2 Switching Threshold R2[ | [ Jlset ]|| suitching Threshold|  |[ et |
w e e Emes
5[ ][ | set ||| Changedely [0 J[set Jl[ts[ | [ | set || Changedely [ | set |
- Working - Working p
Work ‘Work ch | Back del Work del Work ch Back del
) ato © Main aute aute Meain aute
hand Second ) hand hand Second hand

Fig.5.6 OLP card information
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Chapter VI Alarm Management

Alarm management: Device alarm query and alarm type configuration.

6.1 Current Alarm Management

The alarm management of menu bar includes current alarm management, historical alarm management and alarm configuration.

The interface of current alarm management is shown in Fig.6.1.

Device topology  Current slarm X |
Confirm Clear | | No handle
Alarm level | Alarm unit Alarm name Event description Alarm source Happen time confirm time Event state
» 1 General event o EDFA input alarm EDFA input alarm EDFA3 19858258 10:23:51 I Untreated
o EDFA input alarm EDFA input alarm iniaturized EDFA4 2019455250 10:23:51 Eonfi Untreated
o1 EDFA input alarm EDFA input alarm EDFAZ 10:08:56 & Untreated
o1 EDFA input alarm EDFA input alarm EDFA4 10555258 10:08:55 [Ool=Ta Untreated
o EDFA input alarm EDFA input alarm EDFA3 B 18:10:01 View device Untreated
o EDFA input alarm EDFA input alarm EDFA4 18:10:00 Untreated
o EDFA input alarm EDFA input alarm EDFA3 18:10:15 Untreated
o EDFA input alarm EDFA input alarm EDFA4 g 181015 Untreated
ol EDFA input alarm EDFA input alarm iniaturized EDFAZ 2019558230 14:57:54 Untreated
o EDFA input alarm EDFA input alarm EDFA4 14:57:54 Untreated
o EDFA input alarm EDFA input alarm Miniaturized EDFA3 201955225 9:3847 Untreated
o EDFA input alarm EDFA input alarm iniaturized EDFA4 201945522 9:3846 Untreated
o EDFA input alarm EDFA input alarm Miniaturized EDFAZ 2019458218 15:41:28 Untreated
o EDFA input alarm EDFA input alarm Miniaturized EDFA4 2019558218 15:41:28 Untreated

Fig.6.1 Current Alarm

Note: Current alarm information must be confirmed and then cleared. The current alarm that is confirmed and cleared will
be transferred to historical alarm.

The interface of current alarm management contains confirm alarm, clear alarm and no need handle. Right-clicking the
selected current alarm also can realize all the above functions as well as view device.

Confirm alarm: Confirm the selected current alarm information.

Clear alarm: Clear the selected current alarm information and transfer it to the historical alarm.

No need handle: Transfer alarm information that does not need to be processed to historical alarms.

View device: Jump directly to the alarm device.

6.2 Historical Alarm Management

Device topology | Current alsrm  History alarm <

Related Device Alarm name| None selected ~| Record Sme 20150525 (07 [Te|eoisosizs O+ Export Clear

Alarm level Alarm unit Alarm name Event description Alarm source Happen time confirm time Evert state.
v Common event ] OLP TX generate power alarm OLP TX generate power alarm oz 2019558250 10:2359 No handle
2 Comemen event 0 OL® R2 generate power alarm OLP R2 generate pawer alarm oLp2 201955525 10:23:59 Ne handle
3 Common evert o OLP R1 generate power alarm OLP R1 generate power alarm oLPz 201955A 256 10:2359 No handle
4 Common event ol EDFA output alarm EDFA output alarm Ministurized EDFA3 201958258 10:23:51 No handle
s Cammen event o EDFA output alarm EDFA output alarm Miniaturized EDFAL 201985525 10:23:51 N handle
5 Commaon avent o Device online Device online 01 201955256 10:2350 No handle
7 Common event ol OLP R2 generate power alarm OLP R2 generate power larm oLrz 2019F5H25E 10:00:04 No handle
] Common event o OL? TX generate power alarm OLF TX generate pawer alarm oz 20195525E 10:08:04 No handle
9 Common event o OLP R1 generate power alarm OLP R generate power alarm owpz 2019558250 10:08:04 No handle
10 Comemen event o0 EDFA output alarm EDFA output alarm Miniaturized EDFA3 201985525 10:08:56 Ne handle
" Common evert o EDFA output alarm EDFA output alarm Miniaturized EDFAS 2019557256 10:0855 No handle
12 Common event ol Device enline Device online ol 201958256 10:08:55 No handle

Fig.6.2 History alarm
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You can query, clear and export historical alarm information in Fig.6.3. The explanation of query condition includes:

@

)

Device topology | Current alarm

History alarm ><|

Related equipment: Input the related name of the pre-query history alarm and click query button(see Fig.6.3), then all the
alarm information that is related to query will be displayed.
Alarm name: Click the alarm name, select the alarm type (see Fig.6.3), and click the “Query” button, then all the alarm

information of the selected alarm name will be displayed.

Device topology | Current alarm  History alarm X

Related Device [OLP2 Alarm name| None selected | Record time [2019/05/25 Related Device | | I Alarm name| OLP R1 generate powe ~ | [Record time

Alarm level Alarm unit Alarm name. Alarm level Alarm unit Alarm name
b1 Common event 0 OLP TX generate power alarm
» 1 Commen event ol OLP R1 generate pawer alarm
2 Common event o1 OLP R2 generate power alarm ‘
5 P—— o D0 e 2 Common event 01 OLP R1 generate power alarm
4 Common event 01 OLP R2 generate power alarm
s Common event 01 OLP TX generate power alarm
6 Common event 01 OLP R1 generate power alarm

Fig.6.3 History alarm

(3) Record time: Choose the start date and end date of the pre-query, and click the “Query” button, then all alarm information of

selected time period will be displayed (see Fig.6.4).

Felated Device:
v
2
3
4
5
[
7
[
[
w
n
]
]
4
s Commen evert
*
w
i
"
=
« Commen event
z Commen event
2 Commen event
2 Commen evernt
= Commen evert
i3 Common evert
£l
=
El
n

[y —————

6.3 Alarm Configuration
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e — e — e e
e — e — e =
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- e =

= = o=
TAWG module - TAWG 201958250 102845 No bandie
= = = — =
e e = e =

= — = =

TAWG generats alorm r. TAWGS ZNSESASE 102817 o handie
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Fig.6.4 History alarm

Choose event level of every event type and click submit button to configure each alarm level. At the same time, selecting the alarm

level that you need to push(see Fig.6.5).

Tips X
Event type Alarm level ~
» 1 Device dropped Common event -
2 | Device online. Common event -
3 Nmu restare factory default configuration Common event &
4 NMU open key Common event &
5 NMU dlose key Common event -
&  NMU open buzzer Common event -
7 NMU close buzzer Common event v
B NMU open fan control switch Common event &
9 NMU dose fan control switch Common event &
10 NMU epen fan Commman event v
1 NMU dlose fan Comman event v
12 NMU open powerl Comman event v
13 NMU open power2 Common event v
14 NMU dlose powerl Common event |y
Email pushing
[] Common event [ General event [ Serious event [ ] Emergency event
n

Fig.6.5 Alarm configuration
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Chapter VIl Statistics

Statistics: Record the historical data of the equipment card. When the line encounters problems, you can check statistics to figure out
the failure time and the reason of failure quickly. Statistics in the submenu only contain four types of products: OEO, EDFA, mid-stage
EDFA and OLP.

7.1 History Record

The statistics menu includes history record submenu and operation record submenu. The history interface of EDFA is shown in
Fig.7.1.

Device topology  History record of EDFAX

Related Device |01 | Related board | Miniaturized EDF | Record time [2019/05/25 10:46:02 (5 [To [2010/05/25 1046:02 [~ | Record type |Cor

City name Room name Related Device 1P address Board description Input power | Output Power Gy Pump.

Fig.7.1 History Record

You can query, export and clear history record in Fig.7.1. The query condition includes:

(1) Related equipment: Input the related equipment name, then click the “Query” button to check out the history record of the
related equipment.

(2) Record time: Choose the start date and end date of the pre-query and click the “Query” button, then all history record of
selected time period will be displayed(see Fig.7.2).

Related Device |None selected v Related board [None selected | Record time [2019/05/08 10:46:02 3+ [T62019/05/25 10:46:02 1~ | Record type Common recer ~ Query Export Clear

City name Room name Related Device 1P address  Board description Input power  Output Power Pump Pump. Pump power  Ceoling Module Supply Gain Record time

alacticing | tammaramicn alacticin. tamnarshica unhana

Fig.7.2 Operation record
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7.2 Operation Record

The operation record is shown in Fig.7.3. You can query operation record according to the related equipment and the record

time. At the same time, you can export, query and clear operation record.

& FS.COM FMT Optical Transport Network Management System =[] [=
() System & User Fisystem don L1 & swtisties Q) Qrelp
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1 000
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Fig.7.3 Operation record

7.3 Email configuration

Click “Email address of sender”, then the interface will pop up, and click “Query” to configure the email(see Fig.7.4).
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Fig.7.4 Email configuration

Click “Email address of recipient”, then the interface will pop up, and click “Query” to configure the email(see Fig.7.5).
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Fig.7.5 Email configuration
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Click “Query” to edit the email information that you have configured; click “Clear” to delete the existing mailbox configuration;

click “Export” to export the existing mailbox configuration table.

The prerequisite for using the mailbox push function is that the management PC requires access to the public network and the
client server corresponding to the mailbox type is configured.

The supported mailbox types and client servers are as follows:

Email SMTP server SSL
Gmail smtp.gmail.com vV
Yahoo smtp.mail.yahoo.com v
Outlook | smtp-mail.outlook.com v
QQ smtp.exmail.qg.com v

Fig.7.6 Email configuration

Note: Only the highest level of alarm information is received by the mail, and the common event alarm information is not

pushed by default. (Using QQ email address as the sending mailbox, the login password must be the authorization code.)

Chapter VIl SNMPv1

8.1 About SNMPv1

SNMP Protocol Preferences X

SNMP protacol version

9 SNMP1 ) SNMPv2c () SNMPv3

General Get-Bulk settings

Read community Use Get-Bulk

public v 1] Non repeaters
Set community 10 Ma repetitions
private v

SNMPv3 security

Timeout[s] 5

Retransmits 4

Port number 161«

Load user profile. Edit user

[7] Add to agent profiles [ 0K ] [ Cancel J

Fig.8.1 SNMP Protocol Preferences

Note: The default version is SNMPv1. FS can also offer the customized service according to customers' different demands.

Read community: It's similar to the password function, if you need to read the data, you only need to write the “Read community”
correctly. The password can only be modified via the Simple Management Tool.
Set community: It's similar to the password function, if you need to modify the data, you need to write the “Read & Set

community” correctly. The password can only be modified via the Simple Management Tool.
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