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Chapter | MonitorOnline Installation Prerequisites

The data management of MonitorOnline software is based on SQL_SERVER database. Therefore, SQL_SERVER database needs

to be installed in advance to achieve the monitoring and recording of the entire system data.

Microsoft NET Framework 4.5 and database (SQL Server 2000 or SQL Server 2005 or SQL server 2008 or SQL server 2008R2 or
SQL Server 2012 or SQL Server 2016 or SQL server 2017) must be set up before installing MonitorOnline software. The current

mainstream databases are SQL Server 2008 and SQL server 2008R2.

SQL_SERVER Installation Environment
Operating System Requirements: according to the following table 1.0.

Computer Configuration Requirements: 4-core CPU, 4G RAM or more, 500G disk space.

Operating System Name 64Bit 32Bit

WIN10 Vv v
WINS8 v Vv
WIN7 v v

WINXP V v

WIN2003 Vv v

WIN2000 v v

WIN98 \ \

WIN95 \ \
Table.1.0 Operating System

Note: v : Supporting this system;

\ : No such system.

Once Microsoft .NET Framework 4.5 and SQL_SERVER are installed, you can start to install MonitorOnline Management

Software, and please noted the selection of language during installation.
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1.1 Login SSMS

The network management software needs to connect the database remotely to implement the operation, so it is necessary to make

the pre-connected database and open the remote function before running MonitorOnline software. The specific steps as following:

Step One: Open SQL Server Management Studio and login as windows, then right click “SQL Server”, choose “Properties” (see

Fig.L.1).

i 3 New Query | [

8

= [ Databases
3 System Da
[3 Database §
|J ReportSen
| J ReportSeny

[ Security

3 Server Object

3 Replication

3 Management

3 SQL Server Ag

File Edit View Tools

Window Community Help

B 5L EES R

Comnect~ | @3 @) w T EF

Connect..
Disconnect
Register...

New Query
Activity Manitor
Start

Stap

Pause

Resume

Restart

Policies 3

Facets

Start PowerShell

Reports. 3

Refresh
Properties

Ready

Fig.1.1 Microsoft SSMS

Step Two: After clicking “Properties”, choose “Security” on the left, then choose “SQL Server and Windows Authentication mode” in

Server authentication to enable hybrid login mode(see Fig.1.2).
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Step Three: Choose “Connections” on the left, check “Allow remote connections to this server”, then click “OK” button (see Fig.1.3).
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Fig.1.3 Server Properties

Step Four: Unfold “Security”-> “Logins”-> “sa”, then right click “sa” and choose “Properties”(see Fig.1.4).

Note: The user name can only be “sa”, cannot be modified.
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Fig.1.4 Microsoft SSMS
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Step Five: Choose “General” on the left, then choose “SQL Server authentication” on the right and set password, click “OK”

button (see Fig.1.5).
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Step Six: Choose “Status” on the left, choose “Grant” and “Enabled” on the right and click “OK” button (see Fig.1.6).

Fig.1.5 Login Properties
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Fig.1.6 Login Properties
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Step Seven: Back to SQL Server Management Studio login interface, right click SQL Server, choose “Facets” (see Fig.1.7).
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Fig.1.7 Microsoft SSMS
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Step Eight: Choose “Server Configuration” from the drop-down box of “Facets” and set the properties of “Remote Access Enabled”

as “true”, then click “OK” button (see Fig.1.8).

Note: Now, SSMS has been set up. Exit first, then log in with “sa”. If it is successful, it means the “sa” account is enabled. Otherwise,

please check whether the network connection can be pinged. If the network connection is normal, please further confirm whether

you followed the above steps.
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1.2 Deploy SSMS

Step Nine: Open SQL Server Configuration Manager to start configuring SSCM , choose “SQL Server Services” on the left, please

make sure the state of “SQL Server” and “SQL Server Browser” is running on the right (see Fig.1.9).

Note: It is usually necessary to reboot SQL Server after shutdown and restart, but SQL Server is still running after closing the SQL

Server Configuration Manager program box.
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Fig.1.9 SQL Server Configuration Manager

Step Ten: Choose “Protocols for MSSQLSERVER” under the node of SQL Server Network Configuration on the left. The default

status of TCP/IP is Disabled (see Fig.1.10). Please set status of TCP/IP as “Enable” by right click or opening TCP/IP Properties

interface by double click (see Fig1.11), then modify “active” to "yes”, click “OK” button.

Note: TCP/IP protocol is generally enabled, and can be tested by ping.
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Fig.1.10 SQL Server Configuration Manager
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Fig.1.11 SQL Server Configuration Manager

Step Eleven: Right click “TCP / IP”, select “IP Address” under “Properties” or double click to open the settings panel and select the
“IP Address” tab, then set the port of TCP as “1433", and click “OK” button. (see Fig.1.12).

Step Twelve : Set TCP/IP of Client Protocols as “Enable” . (see Fig.1.13)
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Fig.1.13 SQL Server Configuration Manager
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Step Thirteen: Turn off the firewall or add SQL Serve.exe to the program list that allows the firewall to run. If you choose the latter, please
open the firewall settings to add SQLServr.exe (C:\Program Files\Microsoft SQL Server\MSSQL10.SQLEXPRESS\MSSQL\Binn\sqlservr.exe)
to the allowed list, the concrete steps are as follows:

(1) Click the “start” to open control panel

(2) Click “View network status and tasks” (see Fig.1.14)
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Fig.1.14 Control Panel

(3) Click “Windows Firewall” in Fig.1.15, the interface will pop up ” (see Fig.1.16)
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Fig.1.15 Network and Sharing Center
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(4) Click “Allow a program of feature through Windows Firewall” (see Fig.1.16).

&

P
pe

@@v“ b Control Panel » System and Security » Windows Firewall - |‘1| | Search Control Panel pel |

_ e eee—

Control Panel H . - .
R Help protect your computer with Windows Firewall

Allow a program or feature
through Windows Firewall

Windows Firewall can help prevent hackers or malicious software from gaining access to your computer
through the Internet or a network.

Change notification settings How does a firewall help protect my computer?
Turn Windows Firewall on or What are network locations?
off . -
=1l = (o)
Restore defaults l @ Home or work (private) networks Connected ()
Advanced settings Networks at home or work where you know and trust the people and devices on the network
Troubleshoot my network
Windows Firewall state: On
Incoming connections: Bleck all connections to programs that are not on
the list of allowed programs
Active home or work (private) networks: L:H Network
Notification state: Notify me when Windows Firewall blocks a new
program
l & Public networks Not Connected (v)

See also
Action Center
Metwork and Sharing Center

Fig.1.16 Windows Firewall

(5) Click “Changes settings” button and “Allow another program” button (see Fig.1.17). Then add "SQLServr.exe" to the list of

allowed list according to the path "C:\Program Files\Microsoft SQL Server\MSSQL10.SQLEXPRESS\MSSQL\Binn\sqlservr.exe"
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Fig.1.17 Allowed Programs



MONITORONLINE USER MANUAL

(6) Click “Browse” and open Program Files folder in C (see Fig.1.18).

ﬁ
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8 Downloads . PerfLogs 7/13/2009 8:20 PM  File folder
"5l Recent Places | . Program Files 9/4/2015 5:43 AM File folder
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Fig.1.18 Local Dlisk C

(7) Open “Microsoft SQL Server” folder (see Fig.1.19).
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Fig.1.20 Program Files
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(8) Open “MSSQL10.MSSQLSERVER” folder (see Fig.1.20). Then open “MSSQL” folder

ﬁ
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< Favorites Mame Date modified Type
B Desktop L. B0 9,/47/2015 5:42 AM File folder
8 Downloads 1. 90 97472015 5:41 AM File folder
5l Recent Places 10100 9/4/2015 5:41 AM File folder
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Fig.1.20Microsoft SQL Server

(9) Open “Binn” folder (see Fig.1.21).

M

-| |« MSSQLI0.MSSQLSERVER » MSSQL » ~ [ 44 || Search MssQL P
Organize « Mew folder =~ 0 @
o B Name Date modified Type
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Fig.1.21 MSSQL
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(10) Double-click “sglservr” (see Fig.1.22).

ﬂ Browse E
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Fig.1.22 Binn

Cancel ]

(11) Click “Add” button to add SQL Server Windows NT-64bit to “Allow Programs”(see Fig.1.23).

Add a Program

Programs:

]

Select the program you want to add, or dick Browse to find one that is not
listed, and then dick OK.

| Import and Export Data (32-bit)

| Import and Export Data (64-bit)

glnhemet Explorer

@Inhemet Explorer (54-bit)

@%‘Reporﬁng Services Configuration Manager

SQL Server Business Inteligence Development Studio
|_E1 SQL Server Error and Usage Reporting

ﬁSQL Server Installation Center (54-bit)

%SQL Server Management Studio

,ﬁ SQL Server Profiler

T sQL server Windows NT - 64 Bit i

m

Path:

What are the risks of unblocking a program?

C:\Program Files\Microsoft SQL Server\MSSQL Browse...

‘fou can choose which network location types to add this program to.

Metwork location types... ] ’ Add

][ Cancel

Fig.1.23 Add a Program

(13) The configuration is complete now. Please start SQL Server Management Studio and log in.

Note:

If you open SQL Server Management Studio before starting SQL Server and SQL Server Browser, you need to shut it down and then

restart it.
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Chapter IT MonitorOnline Installation Procedures

2.1 MonitorOnline Installation

Double-click MonitorOnline.exe or MonitorOnline.msi of MonitorOnline.exe folder to install MonitorOnline. Please keep going

to the next step until the installation is successful (see Fig.2.1)
Note: Based on the software version in the CD.
MNarne Date modified Type Size

B2, MonitorOnline.exe 17.6.2017 8:33 Application 612 KB
‘E%-l MoniterOnline.msi 17.6.2017 8:33 Windows Installer Package 13065 KB

Fig2.1

The Shortcut will be created after installing Monitor Online, as shown in Fig.2.2.

Fig.2.2 Monitor Online

2.2 Connect Database

Step 1: Double click Fig.2.2, and click “OK” button, the interface of database connection will pop up.

Step 2: Input IP address (Computer IP of installation database), Login name (Default as “sa”) and Login password ( password set
when the database is installed) of database, and click “Test” button, if the database is existent and the connection is successful,
then the box of database connection success will pop up. Please transfer to step 3. Otherwise, the an interface of establishing a
database will pop up, please transfer to step 5.

Step 3: Click “OK” button, then click “Confirm” button. Then MAC address verification interface will pop up.

Step4: Click “Confirm” button, if the device IP is online, then login interface will pop up. Input correct login account and
password and click “Login” button, then “Submit success” interface will pop up.

Step 5: Please click “OK” button, then the interface of database configuration will pop up.

Step 6: Input IP address (Computer IP of installation database), Login name (Default as “sa”) and Login password ( password set
when the database is installed) of database, and click “Create” button to create a database. After creating database, the
interface of “Submit success” will pop up.

Step 7: Click “OK” button, then the interface of database connection will pop up. The other steps are same with Step2.

Note: Both the initial login account and initial password of network management software are admin.
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2.3 MonitorOnline Interface Instruction

MonitorOnline interface is shown in Fig.2.3.

.
Fiberstore FMT Optical Transport Metwork Management System oo ) ]
™1 System management Gy User management 4 System configuration /), Alarm management @ Statistics i Data security ‘P Help

wex 0BE #06 « (2 ®0 @0 0o
Network topology tree | Device topology |@
=-@ Wuhan-1 F
B8 Data Certer Move [7] Dreg ] @ @) 150% -
- @ Bank
&9 Building A Legend
- SETE
+ B8 Miniaturized ED B
: =5 oLea) Emergency
.. OEO3[)
Sericus
o
[
Guang Gu St
= S —
Buiding A i ]
Derpped
Device nane | Count o
Online unit 1
Online OLF 1
Online EDFA 1 E
Online OEO 1
Marm it 0
Current alarm management (rﬂ
alarm lewel Alarm unit Alarm name Event description Alarm source Happen time confirm time Ewent state i
Common ewvent unit 1 OLF RZ gemerate power alarm OLF RZ generate power alarm OLFZ 13.3.2018 11:17 Ho handle

admin | 1921660220 | 18-03-13114755 (Q)

Fig.2.3 Fiberstore FMT Optical Transport Network Management System

@®Menu Bar
Q : Search unit, by clicking the icon, you can search all the units in the LAN.
"‘9 . Add unit, by clicking the icon, you can add unit.
B : Delete unit, by clicking the icon, you can delete the selected unit.
m’ . Edit unit, by clicking the icon, you can edit some information of unit.
: Add line card, by clicking the icon, you can add a line card for the unit.
@Shortcut bar = : Delete line card, by clicking the icon, you can delete a line card of the unit.

. Edit line card, by clicking the icon, you can edit some information of the unit.

il

¥

. Exit system, by clicking the icon, you can close the current system.

e . Lock system, by clicking the icon, you can lock the current user.

b C s .
‘ ) : Close/open alarm sound, by clicking the icon, you can close or open network management
software alarm sound.
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@ 0 :The number of emergency alarm.

®@Shortcut bar !fl 0 : The number of serious alarm.
0 : The number of general alarm.

Note: To add unit or delete unit, please select the service room where the unit is located.

@®Net Topology Tree  See5.2.

@Device Statistics The numbers of units and business cards are presented in real time.

. . Current alarm management interface, historical alarm management interface, history records,
®View Display Area
operation records interface and graphic topology are all presented in view display area.

[] Mewe : After selecting the this box, you can drag a selected unit icon.
[ Drag : After selecting the this box, you can drag all unit icons of the topology.
® Topology El : Save topology, by clicking this icon, you can save topology.

Q : Enlarge icon, by clicking the icon, you can enlarge all the icons of topology.

Q : Shrink icon, by clicking the icon, you can shrink all the icons of topology.

@ Currentalarm You can view the current alarm information directly, and confirming, deleting, and processing the

interface alarm information without viewing the alarm device.

(1) Presenting login account of current system.
® Status Bar (2) Presenting local IP address.

(3) Presenting local time.
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Chapter 1l System Configuration

Click “System Configuration”of menu bar (see Fig. 3.1), then the system configuration interface will pop up. There are several

operations in system configuration, such as: add city, add room, add unit, edit and delete (see Fig. 3.2).

.
Bl system S User - System ¢ A Alarm @ seatistics | Datasecurity 7 Help
Er QOBE 0 ¢ @0 @0 o0
Netwark topalogy tree | Device topology |
=@ Wehan-1 :
EHf Data Center Move [7] Deg B @ @ 150%
B Bank
B Buidng A Loz
& EETEY
B8 Miniztuized ED .
B 0LP2)
Ezerzenc:
59 05033) =
Serious
r—
==
Guang Gu Gl
) ] -
Buidng A s [
Dorpped
1
Online EDFA 1 y
Orline OED 1
Alarm unit 0
Current alarm management
Alarm level Alarn it Alarm nane Tyent deseription Klarm source Happen tine confirn time Tvent state
Comr event. it 1 OLF RZ generate power OLP2 13.3.2018 11217 Ko handle
admin | 1921680220 | 2018-03-13 114755

Fig.3.1 Fiberstore FMT Optical Transport Network Management System

| Addcty | Addroom | Addunit | Edit | Delete |

=@ [ ©
-5 Data Center ®

@ Bank(192.168.1.110)

Buiding A(192.168.1.011) (3)

- Guang Gu(152 168.1.111)
.- E8 Winigturized EDFA1(1)

-8 OLP2(2)

.. E@ 0ED3(3) @

Fig.3.2 System configuration

Explain: @ represent city; @ represent serviceroom; 3 represent unit device name; @ represent business card

The name of the business card is in the slot where the card is located, for example: OEO(3)
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3.1 Add City

Click “Add City” button in Fig.3.3 and “Edit City” interface will pop up (see Fig.3.4). Inputting city code and city description, then

Click “Submit” button.

| Addcty | Addroom | Addunit | Edit | Delete |
= [
-t Data Center
@l Bank(192.168.1.110)

. Building A{152.168.1.011)
B. Guang Gu(192.168.1.111)
- Minigturized EDFA1(1)
3 OLP2(2)
L8 QEQ3(3)

Fig.3.3 System configuration

[ Edit city [

City code *
City description *
Explain:

City code for 3 digit, can fill in the number of 000~
gag !

Submit ] [ Close

Fig.3.4 Edit city

Note: The city code and city description should fulfil requirements, and cannot be duplicated with other cities.

3.2 Add Room

Click "Add Room” button in Fig.3.3, then “Edit Room”interface will pop up (see Fig.3.5). You can add room by inputting room code

and room description.
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3.3 Add Unit
Click “Add Unit” button in Fig.3.3. It can only be added manually and distinguish it by between IP addresses. IP addresses can only
be modified by button; Then the interface of add unit will pop up (see Fig.3.6). Inputting unit basic information, then Click “Submit”

button. At the same time, the software will automatically refresh the number and type of cards in the added unit.

' * EE =
- Edit unit
Edit room Lﬁ — “
Unit info
EBelong city iy IP address 192.168.1.111 Unit code i
Unit description  Building B
Koom code *
— sirg
Eoom description *
Connecting unit
s =@ Wuhan1
Explain: S8 Data Center
. . TR Bank(132.168.1.110)
Room code for 2 digit, can fill in the number of 00~99, [T Eatdng ANS21621011)
cuch as 02 1 {F]8B Guang Gu(192.168.1.111)
Submit ] [ Close
L L
3.4 Edit

You can edit information and property of city, room, unit and business card in Fig.3.3 (take edit business card for example). Click

pre-edit room and click “Edit” button, then “Edit room” interface will pop up (see Fig.3.7).

1 Fberszre AW Ogtical Trarsoort Metwerk Maragement System B
¥ sy 2 B Ve maragement 4 Sysam onf qurtior. gement @ Stazsics F Datasecuity 7 Hep
HEA CAZH0 ¢ LI TeE
Netwerctepelogy trze Dexi
R el 0 B i .
aazrog‘;n % g
[ |
-
[
|
[
L

N1

Sruc: desriptin
A )

FIT-192166... 2

Fig.3.7 Fiberstore FMT Optical Transport Network Management System
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The Fig.3.8 is the interface of OEO edit board, and here you can modify the OEO basic information, transceiver’s wavelength and rate.

Edit board

Board information
Board type
st s st o

Board desciption  OEQ3 Board code Belongslot |2 =

Wavelength Service notes

Wavelength Service notes

Wavelength Service notes

Wavelength Service notes

Wavelength Service notes

Wavelength Service notes

Wavelength Service notes

Wavelength Service notes

Fig.3.8 Edit board

The Fig.3.9 is the interface of OLP edit board, and here you can edit basic information, topology information. The main and
backup cable description of OLP can be modified.

TXEDFA: Add EDFA on the TX side of OLP

T1EDFA: EDFA Add EDFA on the T1 side of OLP

T2EDFA: EDFA Add EDFA on the T2 side of OLP

RXEDFA: EDFA Add EDFA on the RX side of OLP

R1EDFA: EDFA Add EDFA on the R1 side of OLP

R2EDFA: Add EDFA on the R2 side of OLP

coURe .. o)
Board irformation
Bwitpe (O ]

Board description ~ OLP2 Board code Belongsot 2 &

Topology information

Description of main rounte
Description of second rourte
Comectboard |None selected v [None sdected =] None selected =] [None seected -
TEDFA  [None selected v Nore selected | [ None selected ] [None selected -
TIEDFA  [Noneselected »| [None sdlected »| None selected | [Nore selected -
TZEDFA [None selected '] lNone selected v] lNone selected v] lNone selected v]
RXEDFA  [Mone selected +| [None selected = None selected = | [Nore selected -
RIEDFA |None selected »| [None sdected »| None selected ] [None seected -
R2EDFA [None selected '] lNone selected v] lNone selected v] lNone selected v]
oo o ]

Fig.3.9 Edit board
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The Fig.3.10is the interface of EDFA edit board, and here you can edit basic information, topology information.

The up even board and down even board of the EDFA can be selected according to the actual situation of the link.

Board information
Board type Minigturized EDFA =

- i

Board descripion  Miniaturized EDFA1 Board code Belongslot |1

Topology information

Up even board: [None selected v| [None selected v| [None selected v| [None selected

Down even board: ’Numseleded V] ’Noneseleded v] ’Noneseleded v] ’Noneseleded

Reference input value Reference output value

Fig.3.10 Edit board

3.5 Delete

You can delete city, room, unit and board card in Fig.3.3 ( take unit for example). Then you can delete unit by clicking “OK” button.

Click pre deleted unit and click “Deleted” button, then “Edit room” interface will pop up (see Fig.3.11).

© Addcity | Addroom | Addunit | Edit | Delete |
= [
-8 Data Center
@ Bank(192.168.1.110)

Building A(192.168.1.011)
. Guang Gu(152 168.1.111)
- E8 Minigtuized EDFAT(1)
B OLP2R)
. E8 OE03(3)

Fig.3.11 System configuration
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Chapter IV Software Security

4.1 User Management

Click "User Management” of menu bar in Fig.4.1, then an interface of user management will pop up (see Fig.4.2). There are several

operations in user configuration, such as: add user, edit user, delete user and query user as shown in Fig.4.2.

-
B System b User % System ¢ A\ Alarm @ statistics | Datasecurity 7 Help
WwiEZ OBE 0 ¢ @0 @0 o
Network topology ree | Device topology |
- Wuhan-1 -
EHf Data Center Move [7] Deg B @ @ 150% .
B Bark
) Buiding A Legend
B el
B Hnigiuized ED B
B9 0LP2D) .
9 0E033) rener
Serious
o
==
Guang Gu Gaazal
- -
Buiding A o |
Device statistics o
Device nane | Count  *
Ouline wit 1
Oline OLP 1
Online EDFA 1 =
Online OF0 1
Alarm unit 0

| urrent alarm management

Il\lu'm level | Marn wnit Marn nane Event deseription Marn source Happen tine confirn tine Event state

OLP B2 generate powsr slarn OLP 2 generste power alarm o2 13.3.2018 1117

I Common event unit 1

| admin | 1021680.220 | 2018-03-13 11:47:55

Ho handle

Fig.4.1 Fiberstore FMT Optical Transport Network Management System

User management

User query User operation

Login account il

User type Fome zelected -
Edit
I
Uszer type | Login account | User name Phone Pazzword

Administrater

adnin adnin adnin

Records

Total Pages 1 Total Records

Fig.4.2 User Management

Every page U




A
MONITORONLINE USER MANUAL 6 FS

4.1.1 Add User

Click “Add” button in Fig.4.2, the interface of user adding will pop up (see Fig.4.3). Selecting user type and inputting login account,

user name and phone number, then click “Confirm” button.

4.1.2 Edit User

Click “Edit” button in Fig.4.2, the interface of user editing will pop up (see Fig.4.4). Then you can edit user type, login account, user

name and phone number .

- = —
User editing lﬁ User editing |¢
User twpe [Ho:n.e selectad v] * User type [.I\dministrato:r 'v] “*
Login account * Login account admin *
Fassword * Fa=s=word admin *®
User mame * Uzer name admin *

I Fhone I I Fhone 123456T5921 I

[ Confirm ] [ Cancel ] Confirm ] [ Cancel ]
e ke
Fig.4.3 User editing Fig.4.4 User editing

Note: User types include administrators, operators, browsers, and they have different permissions.
Administrators have all permissions; Operators just can not operate user management; Browsers only has permission to view, no

delete permission; Customers need to choose user type according to their needs.
4.1.3 Delete User

Click “Delete” button in Fig.4.2, the interface of user deleting will pop up (see Fig. 4.7), then click “Ok” button to delete user.

o

(=]

Are you sure you want to delete the selected information?

QK ] [ Cancel

Fig.4.5

Note: The user of login account is admin that cannot be deleted and modified.

4.1.4 Query User

You can query user in Fig4.2 and the query condition includes:
(1) User information: Input login account and click “Query” button, then the login account with the input login account
information will be displayed.

(2) User type: Click “User type” to select administrator, operator and browser to view user information.
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4.2 System Management

System management menu items include modify password, switch user, lockking system, setting interval time of record, exit (see

Fig.4.6).

& MMWFMWMWW%;

® System management | i User management £ System confi

Modify password » O

Switch user

Locking system Device topoloay |
Setting record interval 7] Move 1 Dag B4

Mailbox configuration

Exit

— TR

Fig.4.6 Fiberstore FMT Optical Transport Network Management System

4.2.1 Modify Password

Click “Modify password” in Fig.4.6, then an interface of change password will pop up (see Fig.4.7). Inputting original password and

new password, then click “Confirm”button to complete the modification.

4.2.2 Switch User

Click “Switch user” in Fig.4.6, then an interface of switch user will pop up (see Fig.4.8). Inputting user name and password, then click

“Login” button. MonitorOnline login user name is the user name of the switch user.

4.2.3 Locking System

Click “Lockking system” in Fig.4.6, then an interface of locking system will pop up (see Fig.4.8). Inputting user name and password,

you can unlock it and log in again.

7 Login |
Change password @ = _
Login account admin h Fiberstore
> FMT Optical Transport Network
User name admin ? 1 Management System
Old password - |
Mew password - u . N P~
Conrfirm new password = Password: |
Confirm Cancel
Fig.4.7 Change password Fig.4.8 Login

4.2 4 Setting Record Interval

Click “Setting record interval” in Fig.4.6, then an interface of setting record interval will pop up. You can set interval of EDFA, OLP,OEO.

The specific operational records of OEO and EDFA will be covered in Chapter 7.

4.2.5 Exit System

Click “Exit” in Fig.4.6, then you can exit current system.
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ChapterV System Monitoring

5.1 Network Management Card

Equipment status indicator: P1 (Power1) .
P2(Power2). RUN

HD dual color LCD display screen
Operation keys
Console port: Reserved for factory future use

RJ45 Ethernet port: Used for equipment upgradation to
repair system bug and management

Optical transceiver working status indicator

e o 6 06006 o

Optical transceiver slot: Support 1.25G downward
compatibility for network management

Fig5.1

Panel Keys Description

Y

A Scroll Up Key The key is used to change the menu or data up.

v Scroll Down Key The key is used to change the menu or data down.

] Scroll Right Key The key is used to move the cursor right when in modification state.
[«] Scroll Left Key The key is used to move the cursor left when in modification state.

(OK) oK Confirm key, the key is used to enter into the submenu or confirm the

modification. Enter this key to modify

(Es0) Esc Quit key, the key is used to exit the current menu level or to exit the

modification state.

Table 4-1 Panel keys description

5. 2 Network Topology Tree

In each newly created database, the initial login management must establish the network topology tree to monitor the device. The
database does not delete the network topology tree and will keep recording it. Network topology tree is located on the left of main
interface (see Fig.5.2). You can see all cities, engine rooms, units and the type and number of cards of each network element..

Double click the card icon to enter the chassis monitoring interface (see Fig.5.4).
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5.3 Equipment Topology

Device topology is in view display area of main interface (see Fig 5.3), and you can see all states of device.
&2 means normal, 88 means offline, @ means emergency alarm, 88 means serious alarm, '+,. means general alarm). Double
click unit icon of equipment topology to open an interface of chassis monitoring interface(see OEO monitoring interface in Fig.5.4).

Network topology tree w:
Bﬂ b A [—
=@ BB
E-E B

- B8 OLFS (5) —
- E8 OLPE (B)

Fig.5.2 Network topology tree Fig.5.3 Equipment topology

OEO card:

Double-click OEO card, then pop up an interface of card monitoring (see Fig.5.4). You can see monitor information, topology
information and basic information of OEO in Fig 5.4.

The monitoring information includes:

(1) Basic information of each transceiver on OEO card (wavelength, transmission distance, Tx & Rx power, temperature and rate).

(2) The illumination control mode and working mode of the OEO.

oo — —  — — 7 - — V= ey

o2 Slatl Fan

¢¢¢¢¢¢¢¢

Moni tor Info |Topolegy information | Basie information

Working paramaters AL az B1 B2 c1 cz n D2

Havelanzth 1591 1310

Transmission distanc 80,00 20,00
Input power -50.00 -40.00
Output Power -8 14 -5.13
Medule temperaturs 3178 10.30

Eats z.50 =

| service nates

Control mode Open

Hork modsl Loo;

Ingut alarm thrashel.

Fig.5.4 OEO card information

Notel: When set up the light control mode of OEO via Monitor Online, there will be a certain delay, this is caused by a large amount
of data of OEO.

Note2: For 8G transceivers, please save the FC setting according to the following steps: first, click "set" to choose "FC", then, click
"send". For the other transceivers, just set the normal mode.
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EDFA card:

You can see monitor information, topology information and basic information of EDFA in Fig 5.5.

Description of EDFA's main parameters:
Input power & Output power: Real-time monitoring can be realized;
Gain adjustment: Adjustment range between * 3db;

Output adjustment: AGC mode is default;

Lower limit value of input and upper limit value of output: Adjust according to the demand.

Pump: Pump2 of the mid-stage EDFA also has monitoring parameters.

AN

192.105.1.104a |mm—

gy
() @PwRL[T] A & Ok LG
= @ w2 <> Osums
@ run Ve
|; EDFA Slot3
v ~ | emwm ®m  ewr _ ~
n o
Monitor Info |Topology information |Basic information|
Up ewen board: Down sven board:
y Punpl PunpZ
Gain  0.00 g Module temperatwrs 32.1 'C
Punp! electricity 0.0 mk Punp? electzicity m
0.00
Supply voltage 472 ¥ N i Pump! power B Funp? power dbin
Pump! temperaturs 5.0 T Funp? tenperaturs @
Tnput power ~50.00 dbm Output Power ~50.00 dBn Punpl cooling electrieity 530 nA  Pump? cooling electricity mi
Usper punpl temperature 0.0 T Upper pump? tenperature hel
Low input power —31.00 g, Low cutput power  ~5.00 dBm  Low punpl temperature 200 T Low pump? temperature ©
Upper module temperature 10-0 ‘C
Input warning threshold dBm  Output warning threshold Bn Loy nodule temperatwe  -55.0 T
Gain adjustment 2T.50 et Output powsr adjustment Punpl state Open Punp2 state

Fig.5.5 EDFA card information

OLP card:

You can see monitor information, topology information and basic information of OLP in Fig 5.6.

Description of OLP's main parameters:

Power value: the left data is the real-time monitoring parameter, and the right data is the alarm threshold;

Switching Threshold: When the current power of the fiber is lower than the threshold, the switch switches immediately.

Change back delay: Switch back to the original line after a delay;

Change delay: Switch to the alternate line after a delay;

Working parameters: Mainly divided into manual and automatic modes, generally using automatic mode.

- OO e A A2 m m o c o bz S (o0 L m om om g e oo o S
® © oo | ] ] 0N R W ] ©© e~ | ] R ©
o o o ® © @ ® o @ o o o o o |
3 ow Slot? |ow Slot8
_ | erwr ®amo ®pi | __ ®ewr ®amo @en s
@)@ own or: o o o @@ own or: o o o @
Cam Oz Ois Mode Status R TX RL Ti R2 T2 Sam Oz s Mode Status RX TX RL TL R2 T2 1>
Monitor Info Topolozy information Basic information
Thiz  ChinewyhanoptienOLP7 OLPL:1A T =
—23.24 Maiz
———
Second
-s0
‘Main | e
-s0
oLP Second oLP
Power value Change param Power value Change param
Klarm threshold Power valus Alarm threshold
~20.00 st Switohing Threshold60.00 | set R | | set Switching Threshold | set
—20.00 set Switching Threshold 30.00 | set w2 I || set Switching Threshold | set
[-20.00 set Changeback delay |[1 | set | [ || =t Changeback delay |:| set
set Change delay [0 set 1s set Change delay [ | st
Working parameters Working parameters
Work model Work channel Back model Work model Work channel Back model
auto Main auto auto Main auto
hand Second hand hand Second hand
set set set set set sat

Fig.5.6 OLP card information
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Chapter VI Alarm Management

Alarm management: Device alarm query and alarm type configuration.

6.1 Current Alarm Management

The alarm management of menu bar includes current alarm management, historical alarm management and alarm configuration.

The interface of current alarm management is shown in Fig.6.1.

Device topology  Current alarm managemer ¥ |

Confirm alarm Clear alarm No need handle

Alarm level Alarm name Event description Alarm source Happen time confirm time Event state

Fig.6.1 Device topology

Note: Current alarm information must be confirmed and then cleared. The current alarm that is confirmed and cleared will
be transferred to historical alarm.

The interface of current alarm management contains confirm alarm, clear alarm and no need handle. Right-clicking the
selected current alarm also can realize all the above functions as well as view device.

Confirm alarm: Confirm the selected current alarm information.

Clear alarm: Clear the selected current alarm information and transfer it to the historical alarm.

No need handle: Transfer alarm information that does not need to be processed to historical alarms.

View device: Jump directly to the alarm device.

6.2 Historical Alarm Management

Device topology History alanx \
Related Device Alam rame Recordtme  2018/01/23 @+ - 2180131 @~ Query Export Clear
Mlarm level Alarm unit Alarm name Event description Alarm seurce Happen time cenfirm time Clear time Event state | “
Cor OLP TX gemerats poner alarm S —— oLPz | Neimde |
2 Common event oo OLF K2 generate power alarm OLF B2 generate power alarm OLF2 31 tammiluuta 2018 15:58:41 Ko handle
3 Common event o0 OLF Kl generate power alarm OLF Rl generate power alarm OLFZ 31 tammiluta 2018 15:58:41 Fo handle
4 Common ewent o0 EDFA output alarm EDFA output alarm Miniaturized EDFAS 31. tammilouta 2018 15:58:33 Fo handle
5 | Comon srent I EDFA imput slarn EDFA ingut <larm Ministurized EDFA3 |31, tanmikunta 2008 16:58:33 ¥o handle
6 | Comon svent I Device online Davice online o 51 tammilota 2018 16:59:32 ¥o handle
7 | Comon svent o Device dropped Davice dropped o 51 tammilota 2018 12:27:52 ¥o handle
2 | Comnon svent o Optical module AZ is pulled out Optical module A2 is pulled out oEo1 31 tammilevets 2018 12:27:08 ¥o handle
9 Common event 00 Optical module Al is pulled out Optical module Al iz pulled sut 0EO1 31, tammiloats 2018 12:27:08 Yo handle "
10 Conmon event. o Optical module Cl is pulled out Optical module C1 is pulled omt oEa1 31 tammilemata 2018 12:27:00 Mo handle
1 Commen event oo Optical module C2 is pulled out Optical module C2 is pulled ent OEOL 31 temmilomuta 2018 12:27:00 Ko handle
12 Commen event oo OLF B2 generate pewer alarm OLF RZ generate power alarm OLP4 31 temmilomuta 2018 12:25:45 Fo handle
13 Common event oo OLF Rl generate power alarm OLF Rl generate power alarm OLP4 31 tammilota 2018 12:25:48 Ko handle
14 Common event o0 OLF TH generate power alarm OLF TX generate power alarm OLFZ 31 tammilouta 2018 12:25:41 Fo handle
15 Common ewent o0 Optical module A2 of OED generate input alarm Optical module &2 of OE0 generate input alarm 0EOL 31 tammilomta 2018 12:23:29 Fo handle
16 | Conmon svent I Optical module Al of OEO generate input slerm Opticsl module Al of OE0 generste irput slarm |OED! 51 tammilouts 2018 12:23:29 ¥o handle
17 | Conmon event I OLF B2 gemerate power slarm OLF 2 generate power slarn oerz 51 tammilota 2018 12:23:28 Wo handle |-
18 | Conmon event o OLF Ri gemerate power slarm OLF RI generate power slarn orrz 51 tammiloeta 2018 12:23:28 ¥o handle
19| Conmon avent o OLF TX gemerats poner slarm OLF TX generate powsr slarn oLr 31 tammilevets 2018 12:23:28 ¥o handle
20 | Comnon svent o Rl changs threshold of OLF iz sst I changs thrashold of OLF is sst oLr 31 tammilewets 2018 12:21:19 ¥o handle
21 | Comon avent o B2 change threshold of OLF ix =et 2 change threshold of OLP i set orr 31 tammilosta 2018 12:19:51 ¥o handle
22 Commen event oo Rl change threshold of OLF is set Rl change thresheld of OLP is set OLP4 31 temmilomta 2018 12:19:41 Ko handle
23 Commen event oo Automatic back delay time of OLP is set Autonatic back delay time of OLP is set oLr2 31 temmilomuta 2018 12:19:00 Fo handle
Total 3 PEQESE 1 Totd 75 Recerds Eveypage 30 | Records

Fig.6.2 History alarm
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You can query, clear and export historical alarm information in Fig.6.3. The explanation of query condition includes:
(1) Related equipment: Input the related name of the pre-query history alarm and click query button(see Fig.6.3), then all the
alarm information that is related to query will be displayed.

)

Alarm name: Click the alarm name, select the alarm type (see Fig 6.3), and click the “Query” button, then all the alarm

information of the selected alarm name will be displayed.

Device topology H\slarya\amxl
Related Device Aam neme Recordtime 20180131 [E- - 0180131 B~ Query Export Clear
T e [ e [ o [mooee e | commn | Ve o T o[ ero | Tvent state
2 Common event o Device online Device online oo 31, tammilmuta 2018 12:10:57
3 Connon svent | o0 |pevies online Davics enline oo 3t tsmmidmuta 2015 115755 | |
‘ Total 1 Pages I< 1 Records Everypage 30 Records

Fig.6.3 History alarm

(3) Record time: Choose the start date and end date of the pre-query, and click the “Query” button, then all alarm information of

selected time period will be displayed (see Fig.6.4).

Device topoloay History a|ar\><|

Related Device Nam name Recordtme |[MOEATAT T |- 20180131 O+ Query Export Clear
e Gl || lenm il Jr—— ot (oo [T p— [E——— T [ Event stats | *

1 Common event a0 OLF TX generate power alarm OLF TX generate power alarm OLFZ 31 tammilonata 2018 18:58:41 Ho handle

2 Common event 0o OLF RZ generate power alarm OLF R2 generate power alarm 0LP2 31, tanmilouta 2018 18:58:41 Ho handle

3 Common event a0 OLF Rl generate power alarm OLF Rl zenerate power alarm OLFZ 31 tammilonata 2018 18:58:41 Ho handle

4 Common event 0o EDFA output alarm EDFA output alarm Miniaturized EDFA3 31, tanmiluuta 2018 18:58:33 Ho handle

5 Commen event o0 EDFA input alarm EDFA input alarm Ministurized EDFAZ |31, tanmiloauts 2018 18:58:33 He handle

6 3

7 Commen event o0 Device dropped Device dropped a0 31, tanmilauts 2018 12:27:52 He handle

8 Common event 0o Optical module A2 is pulled out Optical module AZ iz pulled out DEOL 31, tanmilouta 2018 12:27:08 Ho handle

9 Commen event [} Optical module Al is pulled out Optical module Al iz pulled out OEOL 31, tanmikuuts 2018 12:27:08 He handle

10 Common event 0o Optical module Cl is pulled out Optical module C1 iz pulled out DEOL 31, tanmiluta 2018 12:27:00 Ho handle

1 Commen event [} Optical module C2 is pulled out Optical module C2 iz pulled out OEOL 31, tanmikauts 2018 12:27:00 He handle
12 Common event 0o OLF RZ generate power alarm OLF R2 generate power alarm OLP4 31, tanmilouta 2018 12:25:48 Ho handle [

13 Commen event [} OLF Rl generate pewer alarm OLF Rl generate power alarm OLP4 31, tanmilauts 2018 12:25:48 He handle

14 Common event 0o OLF TX generate power alarm OLF TX generate power alarm 0LP2 31, tanmiloauta 2018 12:25:41 Ho handle

15 Commen event [} Optical module AZ of OE0 generate input alarm Opticel module AZ of OE0 generate input elarm OEOL 31, tammilauts 2018 12:23:29 He handle

16 Common event 0o Optical module Al of OE0 generate input alarm Optical module Al of OED generate input alarm OEDL 31, tanmilouta 2018 12:23:29 Ho handle

17 Commen event [} OLF RZ generate pewer alarm OLF F2 generate power alarm oLpz 31, tammilauts 2018 12:23:29 He handle

18 | Common event a OLP Rl generate power alarn OLF Rl generate power alarm o1p2 31, tanmilumta 2018 12:23:29 No handle
15 Commen event [} OLF TX generate pewer alarm OLF TX generate power alarm OLP4 31, tanmikuuts 2018 12:23:28 He handle i
‘ Total 3 PagasE 1 Total 75 Records Everypage 30 Records

6.3 Alarm Configuration

Fig.6.4 History alarm

Choose event level of every event type and click submit button to configure each alarm level. At the same time, selecting the alarm

level that you need to push(see Fig.6.5).

Alarm configuration

>
T
5
- . .
| | Cammon ewant [/ General swvant | | Seriocus avent | | Emergency swvent
Gios

=

Fig.6.5 Alarm configuration



MONITORONLINE USER MANUAL

6 Fs

Chapter VIl Statistics

Statistics: Record the historical data of the equipment card. When the line encounters problems, you can check statistics to figure out

the failure time and the reason of failure quickly. Statistics in the submenu only contain four types of products: OEO, EDFA, mid-stage

EDFA and OLP.

7.1 History Record

The statistics menu includes history record submenu and operation record submenu. The history interface of EDFA is shown in

Fig.7.1.

Device lnpnlﬂgy‘ History alarm History record of ED %

City nane | Eoom name | Related Device

IP address

Board description

TInput power

Outpat Power

Punp electricity

4

T

Punp tenperature

Punp power

Cooling el

b

Total 0

PBQESE 0 Tota 0

Records

Every page

30

Records

Fig.7.1 History Record

You can query, export and clear history record in Fig.7.1. The query condition includes:

)

@)

R Deves
Related board __Nune selected -

Start time:

Day 2018/01/31 (53
Hour 0
Minute 0

Seconds 0

Endtime

Day  FIE/01/31 [E0d
How 0
Mirute 0

‘Seconds 0

—

Related equipment: Input the related equipment name, then click the “Query” button to check out the history record of the

related equipment.

Record time: Choose the start date and end date of the pre-query and click the “Query” button, then all history record of

selected time period will be displayed(see Fig.7.2).

Device topology| Historyslamm | "™ 2o * Operation reca|

Related Device Record time 20870173 B - 201801731

@

Query

Export

Clear

Record time Operation type

Related Device

Operator

Total 0

FagesE 0 Totd 0

Records

Every page

30

Records

Fig.7.2 Operation record
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7.2 Operation Record

The operation record interface of EDFA is shown in Fig.7.3. You can query operation record according to the related equipment

and the record time. At the same time, you can export, query and clear operation record.

Device topology| History alarm | """ XI5 Dperation reco |

Related Device Record tme EEvm @~ - asoE @ Query Export Clear
Record time | Operation type Related Device Operator | *

1 31 tanmilouta

2 31 tammilomta 2018 12:30018 User exit adnin

3 31 tammilomta 2018 12:21:19 Bl change thresheld of OLF is set adnin

4 31 temmilomta 2018 12:19:51 B2 change thresheld of OLF is =zet adnin

L) 31, tammiluouta 2018 12:19:41 Bl change threshold of OLP is =zet adnin

[ 31, tammilomta 2018 12:19:00 Automatic back delay time of OLP is zet oo adnin

7 31, tanmilumta 2018 12:18:39 Automatic back delay time of OLF is set L} adnin

8 31, tanmilumta 2018 12:18:07 Automatic back delay time of OLF is set adnin

9 31, tanmilmta 2018 12016017 Automatic back delay time of OLP is set L} adnin r

10 31, tammilomta 2018 12:11:23 Light emitting control way of OO module CI is set to open oo adnin

1 31 tammilomta 2018 12:10:30 User login adnin

12 31 tammilomta 2018 12:10:02 User exit adnin

13 31 temmilomta 2018 12:01:41 hid board adnin

14 31, tammilomta 2018 11:57:55 Add board oo adnin

15 31, tammilomta 2018 11:57:55 Add board oo adnin

16 31, tanmilmta 2018 11:57:95 hdd board L} adnin

17 31, tanmilmta 2018 11:57:49 hdd unit adnin \mm

18 31, tanmilumta 2018 11:57.28 Delete unit adnin

19 31, tammilomta 2018 11:56:5T hdd room adnin

Totd 1 PEgesE] 1 Totd 22 Records Eveypage 3 Records
Fig.7.3 Operation record

Chapter VIl SNMPv1

8.1 About SNMPv1

SNMP Protocol Preferences Xl

SNMP protocol version

©) SNMPv1 ) SNMPv2e () SNMPv3

General Get-Bulk settings
Read community Use Get-Bulk
public v 0 Non repeaters
Set commumt:u 10 Max repetitions
private v >
SNMPv3 security
‘ Timeout[s] & ‘ User security hame

Retransmits 4 ‘

‘Poutnumbel 161 v‘

Load user profile.. Edit user

[7] Add to agent profiles [ 0K ] [ Cancel ]

Fig.8.1 SNMP Protocol Preferences

Note: The default version is SNMPv1. FS can also offer the customized service according to customers' different demands.

Read community: It's similar to the password function, if you need to read the data, you only need to write the “Read community”
correctly. The password can only be modified via the Simple Management Tool.
Set community: It's similar to the password function, if you need to modify the data, you need to write the “Read & Set

community” correctly. The password can only be modified via the Simple Management Tool.
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